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In the spring of 2020, the new coronavirus pneumonia quickly swept across the world. As
witnesses to this tragic history that continues, we mourn for the unfortunate death of our
compatriots and worry about the severely impacted economy. We are also contacting, experiencing,
adapting, and carrying emerging epidemic prevention and control technologies and tools, and
experiencing these gradual effects on production and life.
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One-click route query by mobile phone number, permission to go out by QR code and body
temperature testing without contact developed by Chinese major Internet companies, the new
corona virus tracking system jointly developed by Google and Apple and etc. undoubtedly provide
accurate information for epidemic prevention and control, convenient classification management,
and also lead to a quite controversial topic- How to balance public interest and personal privacy
under the epidemic.
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Regarding how to collect and use personal data during the epidemic, data protection
regulators in various countries have responded since March 2020. Most countries have a unified
view: even at a special time for epidemic prevention and control, the collection and use of
personal data should still be comply with the requirements of data protection legislation,
especially for sensitive data such as health data that requires more special regulations.
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Our domestic colleagues in data protection have made tireless efforts to translate the epidemic
prevention and control guidelines and policies of many countries. In order to further enrich the
professional materials for privacy protection in epidemic prevention and control, especially to help
multinational companies prepare and meet the current wave of resumption of production of global
branches, we selected the supervisory authority recommendation practices related to employment
relationship/work environment in 12 countries around the world, which are presented in the form
of objective materials and compiled “Global Privacy Compliance Policy Guide on Epidemic
Prevention (Enterprise Employee Data Processing) ” , to provide reference and support for the
compliance of employee data processing in enterprises.
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https://www.aepd.es/sites/default/files/2020<03/FAQ-COVID 19-en.pdf
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In the context of the emergency health program implemented to face the spread of the
COVID 19 coronavirus, the Spanish Data Protection Agency, is receiving queries, both from
citizens and companies and other subjects obligated to compliance with data protection regulations
on the processing of personal data related to health.

These FAQs try to-answer the most frequently asked questions received.

L ETREAEERRBBRIEEIRFEREE?
1. Can employers process information about whether workers are infected with the
coronavirus?
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In application of the current legal provisions relating to health, labour and, in particular, those
relating to occupational health and safety, employers may obtain, according with said regulations

and with the guarantees therein established, the personal data necessary to guarantee your health
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and to allow the competent authorities taking the necessary measures to ensure the right to
protection of the health of the rest of the staff and to avoid contagions within the company and/or
their work centres, that can spread the disease to the entire population.

The company will be able to know if the worker is infected or not, to design through its
occupational health service the contingency plans that are dealt to be necessary, or that have been
foreseen by the health authorities.

This information can also be obtained by asking staff some specific questions. However,
questions should be limited exclusively to inquiring about the existence of symptoms, or if the
worker has been diagnosed as coronavirus COVID 19 infected, or subject to quarantine.
Circulating extensive and detailed health questionnaires, or including questions not related to the
disease would be contrary to the principle of data minimization.

2. BEX R EFERRASHMRAT?
2. Can they transmit this information to the staff?
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This information should be provided without identifying the person affected to maintain
his/her privacy and could be transmitted only at the request of the competent authorities, notably
the health authorities. The information must be provided with due respect to the data protection
principles of purpose limitation and proportionality and always within the provisions of the
recommendations or directions issued by the competent authorities, notably sanitary authorities.
As a matter of example, if it is possible to achieve the purpose of protecting the staff” s health by
reporting the existence of a contagion, without specifying the identity of the infected person
should proceed in this way. On the contrary, when that objective cannot be achieved through the
provision partial information, or the practice is discouraged by the competent authorities, the
health and identifying information could be provided.
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3. Can you ask workers and visitors outside the company data such as countries that they
have visited previously, or if they do have symptoms related to the coronavirus?
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Even though the competent authorities, in particular the health authorities, have established
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these measures for a matter of public health and communicated them to the work-centres,
employers have the legal obligation to protect the health of their employees and to maintain the
place of work free of health hazards. Therefore, requesting information to employees and external
visitors about symptoms or risk factors without the need to ask for your explicit consent (under
GDPR and the ACT 31 of 8th November 1995 on Prevention Occupational Risks) shall be legally
justified. The information to be requested should respond to the data protection principles of
proportionality and purpose limitation and limited to asking workers about their visits to countries
with a high prevalence of the COVID 19 coronavirus and about visits within the incubation time
of this disease that have taken place in the last 2 weeks, or to inquiring if the worker has suffered
from any of the symptoms of the coronavirus disease. The use of extensive and detailed health
questionnaires or questionnaires that include questions not related to the coronavirus disease

would turn out contrary to the principle of data minimization.

4. TR R TR f RREUE R 75 7T LAKL 2 ?
4. Can coronavirus-related workers’ health data be processed?
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To comply with decisions about the coronavirus pandemic that are adopted by the competent
authorities, particularly health authorities, data protection regulations should not be used to hinder
or limit the effectiveness of the measures that these authorities adopt in the fight against the said
pandemic.

Data protection regulations allow adopting the necessary measures to safeguard the vital
Interests of natural persons, the essential public interest in the field of health, the performance of
medical diagnoses, or compliance with legal obligations in the workplace, including the
processing of health data without the need for the explicit consent of the affected party.

In any case, the processing of these data must observe the principles established in the RGPD,

notably those of minimization, purpose limitation and data minimization.

5. FERRBZ TR PhAG e K 8 BB e R R i R IR LT, R IR EE AFKHE—EL
WRIEE?
5. In the case of being subject to preventive quarantine or being affected by the coronavirus
COVID-19, is the worker obliged to inform his employer of this circumstance?
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Workers who, after having had contact with a case of coronavirus, could be affected
by said disease and who, by applying the protocols established by the competent Health
Authorities, are subjected to the corresponding preventive isolation to avoid the risks of
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contagion derived from said situation, until the corresponding diagnosis is available, must
inform their employer, the Safety and Health Committee or where appropriate, the
prevention representative (in accordance with the Act 31 of 8th November 1995 on
Prevention of Occupational Risks) The worker in a situation of sick leave does not have 3
an obligation to inform the company of the reason for the withdrawal, however, this
individual right may yield against the defence of other rights such as the right to health
protection of the collective of workers in pandemic situations and, more generally, against
the defence of the health of the entire population.

6. ZARA B A T DA B 5 AR IR SR 2 R e 5] 7
6. Can security staff take the temperature of workers to detect coronavirus cases?
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Verifying if the health status of workers may constitute a danger to themselves, to
the rest of the staff or to other persons related to the company constitutes a measure
related to monitoring workers’ health, which, in accordance with the Act 31 of 8th
November 1995 on Prevention of Occupational Risks is mandatory for the employer and
should be carried out by medical staff. In any case, the processing of health data obtained
from the temperature measurements must respect the data protection regulations and,
therefore, and among other obligations, must obey the specific purpose of containing the
spread of the COVID-19; limiting itself to that purpose and not extend to any other
purpose, and kept no longer than necessary for the purpose for which they are collected.
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File name: FAQs - Data processing by public and private employers in the context of the health
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https://www.garanteprivacy.it/temi/coronavirus/faq

L EEMUERTAEZAAOLEN G T, H/. fNE. HEMBE KIS RETIEY?
1. May an employer take the body temperature of employees, users, suppliers, visitors and
customers at the entrance of their premises?
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In the current situation linked to the epidemiological emergency, a number of regulatory
measures and subsequent guidance documents were adopted at a fast pace by the competent
authorities in order to set out urgent measures for the containment and management of the
epidemiological emergency. Accordingly, it was determined that an employer whose activities
were not suspended was required to comply with the measures for the containment and
management of the epidemiological emergency laid down in the MoU to combat and control the
spread of COVID-19 in working environments that was adopted jointly by the Government and
workers’ representatives on 14 March 2020.

In particular, the said MoU envisages the taking of the body temperature of employees for
access to the premises of the organisation as part of the measures to combat the spread of the virus,
which also apply to users, visitors and customers as well as to suppliers - where a separate access
mode has not been envisaged for the latter.

Similar security protocols applying to non-deferrable public activities or to essential public
services were concluded by the Minister for Public Administration with the most representative
trade unions in the public administration (such as the MoU on Preventive Measures and for the
Safety of Public Employees in connection with the COVID-19 Health Emergency of 3 and 8 April


https://www.garanteprivacy.it/temi/coronavirus/faq
https://www.garanteprivacy.it/temi/coronavirus/faq
https://www.garanteprivacy.it/temi/coronavirus/faq

ZTE-LC-DPC

2020), on the grounds that the safety measures laid down for the private sector were deemed to be
consistent with the guidance already provided by the Minister.

Since the taking of the body temperature in real time, when associated with the data subject’s
identity, is an instance of processing of personal data (Article 4(1), No (2), of Regulation (EU)
2016/679), it is not permitted to record the data relating to the body temperature found; conversely,
it is permitted to record the fact that the threshold set out in the law is exceeded, and recording is
also permitted whenever it is necessary to document the reasons for refusing access to the
workplace - in compliance with the principle of ‘data minimisation’ (Article 5(1)(c) of the
Regulation).

By contrast, where the body temperature is checked in customers (for example, in large
department stores) or occasional visitors, it is not, as a rule, necessary to record the information on
the reason for refusing access even if the temperature is above the threshold indicated in the
emergency legislation.
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2. May an administrative body or a company require their employees to provide information,
including through a self-declaration, on their possible exposure to the contagion from
COVID-19 as a condition for access to the workplace?
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Under the legislation on the protection of health and safety at work, the employee has a
specific obligation to inform the employer of any situation of danger to health and safety at the
workplace (Section 20 of Legislative Decree No 81 of 9 April 2008). In this connection, Directive
No 1/2020 of the Minister for the Public Administration specifies that a civil servant and persons
who work in whatever capacity in the public administration are bound to report that they come
from or have been in contact with persons coming from a risk area. Within this framework, the
employer may invite employees to do so, where necessary, through dedicated channels.

Among the measures to prevent and contain contagion employers are required to take based
on the existing regulatory framework, there is the prohibition to access the workplace applying to
those who have been in contact with COVID-19-positive individuals over the past 14 days or
come from risk areas according to WHO indications. To this end, also in the light of the

provisions adopted subsequently for the containment of contagion (see the MoU referred to
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above as concluded on 14 March 2020 between the Government and workers’ representatives), a
declaration regarding the above circumstances may also be requested from third parties such as
visitors and users.

In any case, only the necessary, adequate and relevant data will have to be collected in
relation to the prevention of the contagion from COVID-19 without requesting additional
information about the COVID-19-positive person, the specific places visited or other details

relating to that person’s private sphere.

3. REWMUAET M EXAEEE RIBKARLT X, UEARRBELTKRTRRESE
UL BT IR 55 BON 45 RE AT BOVLM 4T i 17 2

3. Is it possible to publish, on the official website, the contact details of the competent
officials in order to enable the public to book services or visits at the given administrative
body in the current epidemiological emergency?

A P HIANE PRIFUAT IR 22 5 SV DL AR AR 2 LA 28 AL S B A 45 11 448 T 22 5K PR A1
IAFENGNECE, EEORIEE R AR DA 2 HE. ST R TAFm B RS, 1TEWL
I REJT F o B S DU B A R ISl PR T IhEE 537711 5 5 AN T S 1 iR 31
PRI, $RAF U5 2 BRI ) > AR SR AR 55 M i i 05 sCBE AT B AEAR R 00 T 8 5 LLHERR
PR 75 2> 5 rh s Bz i ) 07 2 (Ao e o mie 3% R UL W B D) R4S, 15 UG I 22 HE e I 15 1)
BFETRA VT

WG EE ORI ORI (35 (EU) 2016/679 526 B1555 56 , T LLERL R AR R4 R
BRI 2R 7 AUERAE F o B HR A (BB AR T Ok S B ) P 3R A6 B B0 A (A A 5 A R
VAR AR AR ATTHE RN REFEHE R IATEHIUL AT ER .,
The regulatory provisions for the containment and management of the epidemiological emergency
and the operational guidelines provided by the competent bodies require that the presence of staff
in the offices be limited, mainly through smart working arrangements. As regards the tasks which
require attendance at the workplace, administrative bodies are to carry out activities that are
strictly functional to the management of the emergency and those that are ‘non-deferrable’, also
with regard to ‘external users’. Therefore, the reception of visitors or the direct provision of
services to the public should take place by electronic means or in any case in such a way as to
exclude or limit physical presence in the offices (e.g. via telephone or virtual assistance), or else
by arranging timed accesses including by way of the booking of visits.

In compliance with data protection principles (Article 5 of Regulation (EU) 2016/679), the
purpose of providing users with contact details for assistance or for reception at the offices can be
pursued by publishing only the contact details of the relevant organisational units (telephone
number and certified email address), and not those of the individual officials in charge. This is
also in line with the publication requirements concerning the organisation of public

administrations.

4. FE TAEGFTHITR B A AT W LA AN BIE AL 7 ?
4. What processing of personal data in the workplace involves the appointed doctor?
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The appointed doctor continues to be prohibited from informing the employer about the
specific diseases affecting employees, including under emergency circumstances.

In the context of the emergency, the tasks related to the health surveillance of workers by the
appointed doctor, including the possibility of subjecting workers to special visits on account of the
increased exposure to the risk of infection, are considered to be a general preventive measure and
must be discharged in compliance with data protection principles and by respecting the hygiene
measures set out in the guidance by the Ministry of Health (see also the MoU of 14 March 2020).

In the context of the emergency, the appointed doctor cooperates with the employer and the
workers’ representatives in order to propose COVID-19 governance measures and alerts the
employer to ‘situations of particular fragility and current or past medical conditions of the
employees’ as part of the relevant health surveillance tasks (see paragraph 12 of the said MoU).

In compliance with the provisions in the field of health surveillance and on personal data

protection, the appointed doctor notifies the employer of those specific cases where an employee’s
particular condition of fragility as also related to that employee’s health makes it advisable to
assign him or her to tasks in areas less exposed to the risk of infection. To that end, it is not,
however, necessary to inform the employer of the specific pathology affecting that employee.
In this context, the employer may, in compliance with data protection principles (see Article 5 of
Regulation (EU) 2016/679), process the employees’ personal data only if it is legally prescribed or
ordered by the competent bodies or else on specific notification by the appointed doctor in the
performance of his or her health surveillance tasks.

5. JRET UL S A T NRRA R 2R R 5t 5 5 15 B G ?
5. May an employer inform the workers’ representative for safety on the identity of the
affected employees?

FERAOR Y TEA AT 5 LA P 2 A RIRST R 00 T, BRARE SR o e, &0
JiE EAFALIE IR BRI e A kA

FEEZIEHMEZE T, Je BRI Rk 2 5 F0 DA B HRT], IR S A& 1EE
CEEVIREA T, DA B IR S T T

5 —J7H, B DR, AT R AR E B 2K, ERES AR T
REREAT ML LI AR A e ARG

FELHTRIRAT R SIS OL T, 057 24 i) T NARTORG A6 AR SR pAT FL 2530 . 28 A B i
1E55, JFEREMBEAEMEEEIE-H10, I8 A Bk ARy € AR A R U 9 i R
PN e @ i i S AR VPl SO s FFISIE2 545 & R A



ZTE-LC-DPC

R T AR T M EEATH GRS E B GZARIE R DU SR U FZAE B, Bl R
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PHIE

Employers may not, in the context of the adoption of protective measures and of their duties
relating to the safety of workplaces, communicate the name(s) of the employee(s) infected by the
virus, unless national law so permits.

Under the national legal framework, the employer has to inform the competent health
authorities of the names of the personnel infected and to cooperate with them in identifying ‘close
contacts’ in order to allow timely implementation of disease prevention measures.

On the other hand, such an information requirement is not provided for with regard to the
workers’ representative for safety, nor do the tasks described above fall within that
representative’s specific remit based on sector-specific legislation.

In the current epidemiological emergency, the workers’ representative for safety will have to
continue to carry out his/her consultative, control and coordination tasks and cooperate with the
appointed doctor and the employer - for example, by helping in the identification of the most
appropriate prevention measures to protect workers’ health in the specific working environment;
updating the risk assessment document; and verifying compliance with internal protocols.

Where the workers’ representative for safety becomes aware of information in discharging
the relevant duties — which information the representative usually processes in aggregate form,
e.g., the information included in the risk assessment document — , he or she complies with data
protection provisions if it is possible, even indirectly, to identify certain data subjects.

6. J& T [ FoAth R TR SR R R B A A RS i R R B4 2
6. May an employer disclose the identity of an employee affected by COVID-19 to other
workers?

AFTLAe T ARG FAR R TR, 2 R AR Y SR S N R 0L IR e, LA
S T 5 ) TR T

M JEEAE RN A SR 5 b B M5 2, DA AATT AT BASRAT 10 24 i 2
T B8 SOk R HE BRSSO B & S35 12 BO

AR 2 BCE 4 R ARIEE B AU T2 IO, 47T DURER 5% A 0 i R A 8l
TRAFEAE T ZAHIRI AL A I AL AN AT, 5] 4, A T 5 7 3 L DR v 5 il 28 S e ) 447,
TR 21 J) B SRAB I X 7L e PR v B il 2 A 2 PR A 53 Ao il

FEFTA TS OUT AR 32 AL el IR 75 M 58 52 md FR) N SAAE AL ZR 37 BT 9, D Jfe 2 A Z5CR B
BARSEE, JF2R PA MRS T 2 IR L R 5358 4 1D .

No. With a view to the protection of the health of other workers, it is for the competent health
authorities to inform the ‘close contacts’ of the diseased employee in order to implement the
required prevention measures.

Conversely, the employer is required to provide the competent institutions and health
authorities with the necessary information so that they can carry out the tasks and duties set out
also in the emergency legislation adopted in connection with the current outbreak (see paragraph
12 of the MoU mentioned above).

Data concerning health may only be disclosed, whether externally or within the organization
an employee or collaborator pertains to, if this is provided for in the law or ordered by the
competent authorities on the basis of statutory powers - for example, solely for the prevention of
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contagion from COVID-19 and upon a request by the health authority for tracing back the ‘close
contacts’ of a worker who tested positive for COVID-19.

In all cases the employer must take specific measures if persons affected by COVID-19 are
present within the premises of the organization, relating to the cleaning and sanitising of the
premises in accordance with the instructions given by the Ministry of Health (see point 4 of the
MoU mentioned above).

3.%/R=Z

3.Ireland

An Coimisiin um
Chosaint Sonrai
Data Protection

" Commission

RANM: R AR R & 2

Issued by: Data Protection Commissioner (Irish: An Coimisinéir Cosanta Sonrai)
BRI HAA): 2020 453 F 6 H

Release time: March 6, 2020

SRR BAR RS 58 B R IR 25 i ¢

File name: Data Protection and COVID-19

BB link

Link: link

https://www.dataprotection.ie/en/news-media/blogs/data-protection-and-covid-19

I BEABERAA R LEERMVIFRT WL, URNY RZRERGE K BLRT
HERERURETRER, flin; kiE, SEREER?
1. Can an employer require all staff and visitors to the building to fill out a questionnaire
requesting information on their recent travel history concerning countries affected by the
virus, and medical info such as; symptoms of fever, high temperature, etc?

J A USSR R A TR 4R TAR A P 22 42 RIS 00T, FERX 71, &
A B R R RS AT R 7 8 2l 32 R i DR/ Bl 5 A A AR

S PR R (AT R S5 T 2140 A AU T 04 SEPERVATRR P L2 T R
A TE B . XN ERRE AR R R, Flan, THENGHZEES), TS
PBBARIAALE AR A FE P A 2 )8 AT T 48 7R B R 5

AR B3 N5 %5 3 23 32 SR M RN/ R SRR, EERAAT R IUE @ 24 ) B P2
Jit, JEPRTE R LA BV E R HSE 83, AL EE R4 7 A AR 20
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AT RN IR L 3 24 5 it 917 L 7R e DA 5 il 48 A% 398 PO AT i) A, 2 1) 2 Ak TR 2 Ry 4R
t

As noted above, employers have a legal obligation to protect the health of their employees
and maintain a safe place of work. In this regard, and in the current circumstances, employers
would be justified in asking employees and visitors to inform them if they have visited an affected
area and/or are experiencing symptoms.

Implementation of more stringent requirements, such as a questionnaire, would have to have
a strong justification based on necessity and proportionality and on an assessment of risk. This
should take into consideration specific organizational factors such as the travel activities of staff
attached to their duties, the presence of vulnerable persons in the workplace, and any directions or
guidance of the public health authorities.

There would be no data protection implications in bringing the HSE recommendations to the
attention of staff and visitors, if they have recently travelled to an affected area and/or are
experiencing symptoms, and requesting that they take any appropriate actions.

Any questions about the appropriate measures that should be implemented to protect against
COVID-19 should be addressed to the public health authorities.

2. BERTE DR 5H RN R KA < B 1E SUE BT R B ZOR AR BRI
EZAEEFER?

2. Can an employer request more specific details of their employee’s illness on medical
certificates in light of the situation in relation to COVID-19?

Jie A ORI O3 AR RRAVRAER SC55, R Tt SCS5REE BRI A it R 97 B C R R DA K
LA P HA AR T N AR . AEIX 7T, Jie i B el R 1 o A Al 102 5 A 8 A e 0 25
il R RS2 W, DA RO 22 (135 it .

B, EEMREE, Mg RS SR iC AR LA & B LW, I HLART K
A5 2 2 R 0 St R 22 4 it e P 5 E) TN 288

Jie BB o 38 A R I BONEE 7R, I AT RE T 2 SR 2 1 BRI S N BdiE, DA
B 1B E B A Sk LA

FERXFMEOLS R NIT ABES N A AL AT TR0, Al AT TR 4R S AR Lt LT Y
sk DRI BE At R IR AEAR 5 1% B4 7 o

While employers have a legal obligation to protect the health of their employees, employees
also have a duty to take reasonable care to protect their health and the health of any other person
in the workplace. In this regard, employers would be justified in requiring employees to inform
them if they have a medical diagnosis of COVID-19 in order to allow necessary steps to be taken.

However, it is important to keep in mind that the recording of any health information must be
justified and factual, and must be limited to what is necessary in order to allow an employer to
implement health and safety measures.

Employers should follow the advice and directions of the public health authorities, which
may require the disclosure of personal data in the public interest to protect against serious threats
to public health.

Employees should follow the advice of their healthcare practitioners and the public health
authorities in these circumstances, who will instruct them as to what they need to do if they
present symptoms of COVID-19.
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3. WREEBNEE RBRYT XMRE, EET R HEIAERG?
3. Can an employer send employees home from work if they are confirmed to have the
virus?

Jie A 550 i PR A A i AR P, TXRT BE R R B i AR N3 Pl B AT
Ho FERAE A AUEIRR R R SO, ME2FRALPALRIEN, PlE
PRI T

W Jie LB 1R 5K R AN R R OR3P, JF HOTREXS i 327 AR S kiR A SR A S
R, Blan, A EARERRBUR

Employers have a duty of care to employees to provide a safe place of work, which may
require them to exercise discretion regarding access to premises. In a situation where an employee
has confirmed that they have COVID-19, advice should be sought as a matter of urgency from the
public health authorities as to what steps should be taken.

The decision to send employees home from work is not a data protection matter and may
have other consequences for employers relating to employment law e.g. entitlement to sick pay.

4. EEW AR HEAMERBELE QR T ZREG?
4. Can an employer disclose that an employee has the virus to their colleagues?

N T 4E JE S N B RO R 1, BB X A Lo 9100, i 2 A B 3d R P A i B
AbATT R A T R TR 253 M ¢ SR A5 AL S B, IR EESRABATTAE R AR o 0815 A R H L 52
IURPNE

NFETAEFET AT RE 7R EAREE IS B BAAT H T RE

This should be avoided, in the interests of maintaining the confidentiality of the employee’s
personal data. For example, an employer would be justified in informing staff that there has been a
case, or suspected case, of COVID 19 in the organization and requesting them to work from home.
This communication should not name the affected individual.

Disclosure of this information may be required by the public health authorities in order to
carry out their functions.

5. BRI Y 5 BROS B i 2% T B e oK P 4 L B A 2R SR ) B2 7 B2 2 PR, % GDPR $0dfE 4%
TSR A L e I PR B ] BR 1 R B TSR E T 2

5. Do the timelines for responding to GDPR data subject requests still apply where an
organisation is temporarily closed or capacity to handle requests is curtailed because of
COVID-19?

Hes ORI 22 D1 2 ARV B L e DO 2 il 28 10 8 B SG AL RN, JXn] e 2 SN 4L 23 R}
AN GDPR iER (Flinii g K> (R /7. GDPR TEVEAEHHLE T [31 RAS A1 SR (1 i ] PR
i, I H AR, EIATEARB, B R IR I 75 il 28 15200 v] 58 ELIE 3 BUAN T3 G [ SE 1%

FFAA

AMRPBZERE], —LMKCBIRS AL, BIInET TAERE . BURBTT, Rl 2l A
A2 ORI BLSS R UG, W] RE 7 20K BEUR A B0 S TR, AN i g Ath 45
AR, BT RS SR AL BR o 1 W22 AN R 2 2 R B8 MU ANFA S #8 TT A 43RT 8 5< A1 B
Re TR, DR A 5o i SR (g 7 T e 23 KK AEIR o i SR A HE 5 ax e 2H ST 28 18 Bl % R 1) His R
P& B BRI I BT AT R AT DI R B R, EIC R — al JRATEREER, X251
A NEdE, R TR A

X FHEA
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AV [F V22 212N, el i 1 0 BT R A A kL 2 IR 55 2 2R I — B AN G R IR 55 L 24T g 7
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The Data Protection Commission acknowledges the significant impact of the Covid-19 health
crisis which may affect organizations’ ability to action GDPR requests from individuals, such as
access requests. While the time lines for responding to requests from individuals are set down in
law in the GDPR and can’t be changed, we recognize that unavoidable delays may arise as a direct
result of the impacts of COVID-19.

For Individuals

Members of the public should appreciate that front line and critical services organizations
such as health care providers, government departments, in particular the Department of
Employment Affairs and Social Protection, Revenue and local authorities may need to divert
resources to priority work areas with consequential impacts on other areas such as the handling of
access requests. Educational bodies such as schools and universities, and private sector
organizations may be closed or have reduced capacity so that responding to requests may be
significantly delayed. We ask you to bear this in mind in the event that you experience any such
understandable delays when dealing with these organizations or considering making a complaint
to the DPC. We also remind you to please be as specific as possible in relation to the personal
data you wish to access. Where a complaint is made to the DPC, the facts of each case including
any organization specific extenuating circumstances will be fully taken into account.

For organizations

We appreciate that many organizations, especially front line and critical services
organizations such as health care and social services may need to divert resources to priority work
areas with consequential impacts on other areas such as the handling of access requests. We are
very alive to the unprecedented challenges facing organizations and the need for a proportionate
regulatory approach in response to these extraordinary circumstances.

Any organization experiencing difficulties in responding to requests should, where possible,
communicate with the individuals concerned about the handling of their request, including any
extension to the period for responding and the reasons for the delay in responding. The GDPR
provides for an extension of two months to respond to a request where necessary taking into
account the complexity and number of requests.
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Organizations experiencing difficulties in actioning requests should also consider whether it
is possible to respond to requests in stages. For example, an organization whose staff are working
remotely may have difficulties in accessing hard copy records. In this case, it may be possible to
provide the requester with electronic records, with hard copies provided at a later stage. Again,
organizations should communicate clearly with the individuals concerned. Organizations may also
want to engage with individuals in order to ensure that the request is as specific as possible in
relation to the personal data sought.

Where an organization, due to the impact of COVID-19, cannot respond to a request in full or
in part within the statutory time lines, they remain under an obligation to do so and should ensure
that the request is actioned as soon as possible. For accountability and transparency purposes, the
reasons for not complying with the time lines should be documented by the organization and
clearly communicated to the affected individuals.

While the statutory obligations cannot be waived, should a complaint be made to the DPC,
the facts of each case including any organization specific extenuating circumstances will be fully

taken into account.

4.5 [

4.United Kingdom
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File Name: Workplace testing - guidance for employers
B8 link

Link: link

https://ico.org.uk/global/data-protection-and-coronavirus-information-hub/data-protection-and-coronavirus/workplace-testing-guidance-for-employers/

L AR E TR, REFTARKUAERK R TRE BH RN R R0
FAL . REEFZBEFERIEG?
1. When they return to work, I want to carry out tests to check whether my staff have
symptoms of COVID-19 or the virus itself. Do I need to consider data protection law?

REo ROR AR SRR BT RIS NE RIE R, Bk, 85 25E 5 GDPR A (2018
FHARRYED) « REWEESE. A PAEN A A NE . 508 B o< 1A N Bl T
IR, MR “CRRIRENEE 7 R i AT At R e AT Bl R AN 2 BEE
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TEAE 2T 1)~ 38 PA TR FA rp R L B 20 BRRAA DR 03 TR AR IR 28 4 S i 2 SRR A o {H
X SE R E N T AR 15T, AR AL PR . ICO KA 1 — 1 30, Bl 1 34l
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Yes. You will be processing information that relates to an identified or identifiable individual,
s0, you need to comply with the GDPR and the Data Protection Act 2018. That means handling it
lawfully, fairly and transparently. Personal data that relates to health is more sensitive and is
classed as  ‘special category data’  so it must be even more carefully protected.Data protection
law does not prevent you from taking the necessary steps to keep your staff and the public safe
and supported during the present public health emergency. But it does require you to be
responsible with people’ s personal data and ensure it is handled with care.The ICO has published

a document setting out our regulatory approach during the coronavirus pandemic.

2. FRAT DAE P R kA vk AR AR SR R R T2
2. Which lawful basis can I use for testing employees?

REA 7R T, N % A8 0% Ab B 5B AL R B il 2 IS AR DL B o X T8
T HIRRE AL R, AFLIRTURATREEH o X T HAB A LR N i T2, SVERLRE AT e LR
FE, ERERZN H ORI E AT PR o i T AU, (R A B DR VE T B
IRIETNEAE” 2 RPIRAS . B, JE RSB E A5 9 ZMAR &M . M OC&IHH 2
B9 2K () WP IEMAME, L& (2018 FHHEIRIIE) MR 1 %4 1. X2&H
TR AR RN 2 4 SO T A P . A B e AR B AR SC B A b E N Bl ok
A RICTT DL AL i O R

As long as there is a good reason for doing so, you should be able to process health data
about COVID-19. For public authorities carrying out their function, public task is likely to be
applicable. For other public or private employers, legitimate interests is likely to be appropriate,
but you should make your own assessment for your organisation. Due to its sensitivity, health data
has the protected status of ‘special category data’  under data protection law. As such, employers
must also identify an Article 9 condition for their processing.The relevant condition will be the
employment condition in Article 9(2)(b), along with Schedule 1 condition 1 of the DPA 2018. This
applies due to their employer health and safety obligations. This condition will cover most of
what employers need to do, as long as they are not collecting or sharing irrelevant or unnecessary
data.

3. SMEHE B BATT B MR TT VAT B B AR ik ?
3. How can I show that our approach to testing is compliant with data protection law?

N T AR I O A B2 AR, TR 75 A ST R e A TR T
GDPR, FFREMSUEW] RS- ST 15 50, 9] U7 Ak R U35 Iy B8 7 HoAh i R A7 2K . UER
FAT I — Pl 5 152 18 B GRS VA4S (DPIAD o W R A8 (1 20 20K B2 33k A7 DN 3 R Ak 2 i
REfE R, TBAMENZHET DPIA, H 25 I8 (F XU 40Uk

% DPIA N HIE -

B AT I AL B B

B AR ORI

BT AR B TE B A A EEAE 2
W n] DURHUR B AR RS R 2 A s A
W SRR A R TR B A .
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To show that your processing of test data is compliant, you will need to use the accountability
principle. It makes you responsible for complying with the GDPR and says that you must be able
to demonstrate your compliance such as additional recording keeping requirements when
processing sensitive data. One way of demonstrating accountability is through a data protection
impact assessment (DPIA).

If your organization is going to undertake testing and process health information, then you
should conduct a DPIA focusing on the new areas of risk.

This DPIA should set out:

B the activity being proposed;

B the data protection risks;

B whether the proposed activity is necessary and proportionate;

B the mitigating actions that can be put in place to counter the risks; and

B aplan or confirmation that mitigation has been effective.

DPIAs are designed to be flexible, as appropriate to the context. We have a template
organizations can use to help them focus on the minimum requirements. One important point is
that the initial DPIA should be regularly reviewed and updated. This is especially important in a

fast-moving crisis situation, as new risks and benefits emerge.

4. ITHRRBA SWR RS HE?
4. How do I ensure that I don’ t collect too much data?

X REIRE B (B ) . (IR OR B SC L H AR T 5 1 M5 B UL E
=,

N T AR Z i dh, LR e R -

B e - 2 LR SEIL TS E 1) B s
B X - SZHASGHKR: M
B (URFDEHNE - ERrla AR O R 2.

FENRGE R BT 30, S A AR A 2 B A8 B ISR AN i B Blid 2 (015 R
Blan, el ge AREA RMRE RE R, A RA RIEERFA A 415 2. FEe i
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ANEHRL

For special category data, such as health data, it is particularly important to only collect and
retain the minimum amount of information you need to fulfil your purpose.

In order to not collect too much data, you must ensure that it is:

B adequate - enough to properly fulfil your stated purpose;

B relevant - has arational link to that purpose; and

B [imited to what is necessary - you do not hold more than you need for that purpose.

In the context of test results, you need to ensure you do not collect unnecessary or excessive
information from people. For example, you will probably only require information about the result
of a test, rather than additional details about underlying conditions. Consider which testing options
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are available, to ensure that you are only collecting results that are necessary and proportionate. As
an employer, you should be able to demonstrate the reason for testing individuals or obtaining the
results from tests.

Data protection law also requires that any personal data you hold is accurate. As such, you
should record the date of any test results, because the health status of individuals may change over
time and the test result may no longer be valid.

5. BAT AR B AR BRZ A D9 B 1k Y £ T 4% BRI 7
5. Can I keep lists of employees who either have symptoms or have been tested as positive?

e o UAR IR ECERA 5% 01 T 8 i BRI, U 75 0 DR HcdiE P I S B b2 A 7
(7, JF B 51845 E R H A . 108 MZ e OREE AL BE Y 22 4k, JF25 F8RT e 01 PR T 1.
YRR, ki 2R DR 2T AN 200 Jie D0 AR AT AN 2 1 B 35 1A . T, X T g
TR MG B R, B2 b1 T TEiEH A NI FEIR BLBE I A1 1T 224k o {8 H 2 fR B
TR PSR A AR 17 B B TR0 B it IR N 52 B A JEO TAth AT T BRI
H 2 AN .

Yes. If you need to collect specific health data about employees, you need to ensure the use

of the data is actually necessary and relevant for your stated purpose. You should also ensure that
the data processing is secure, and consider any duty of confidentiality owed to employees.
As an employer, you must also ensure that such lists do not result in any unfair or harmful
treatment of employees. For example, this could be due to inaccurate information being recorded,
or a failure to acknowledge an individual’" s health status changing over time. It would also not be
fair to use, or retain, information you have collected about the number of staff who have reported
symptoms of COVID-19 for purposes they would not reasonably expect.

6. RFEESFFERMRATAHA?
6. What do I need to tell my staff?

B AR ENET, NI RIZR S TARSFE M TP sk AL
DAY s A SR DL B A AT A F AN NHH s o X7 A B R A B I 2R O B 2. i SRR
a7 53 T AT B SRR B SRR, U SRR A A T A5 R L TR e ke o E FT RE R
BN, AETTORAE (A A BB Ab ¥ 2 1, 8 R0%0 B T HE 1 BT LTy i (R AAE B . B2,
FATNIRE], ERANFFIRIBIE A, FTRETCIESE A5 B o AT AT, &
D RELE RS A T ANE R EA A N, 2R T A DL S IR 8 RZAE AT
KIEST 508 B a2 I 18] o AR BEE R BE IR, Ak 03 A Bl e IR0 A AR ke xt
&4 P Bl

Transparency is very important. As an employer, you should be clear, open and honest with
employees from the start about how and why you wish to use their personal data. This is crucial
when processing health information. If you are testing employees for COVID-19 or checking for
symptoms, you should be clear about what decisions you will make with that information. Where
possible, you should have clear and accessible privacy information in place for employees, before
any health data processing begins. We recognize, however, that in this exceptional time it may not
be possible to provide detailed information. Before carrying out any tests, you should at least let
your staff know what personal data is required, what it will be used for, and who you will share it
with. You should also let them know how long you intend to keep the data for. It would also be
helpful for you to provide employees with the opportunity to discuss the collection of such data if
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they have any concerns.

5. A ES, RMMAHHRR TREBTEIEBR?
7. How do I ensure that staff are able to exercise their information rights as part of this
process?

N TS EARRES AT B CROBUR], ARG T AN TR LA N Kt LR T i o
U, EHIE AR E B, AL A O TRIEE W] LA S 15 R A 5 R A Oy 2 AT
bl . EIENIR 03 T REMAT (8 A5 BB Tt #E, ST e Ay B R ATE 2 AR B =
gt, DL IG5 AR R R IR S 75 i 2 SE LI AT (S AOR o Bt SSF-U5 AL, & RTEL
FRWE 7AW B E RS R, LARVR 5 AR 0 00N B BE R A s
XA PUEAS NAT A HABBCR], 451 2 5 1 B B B s O BOM] o An SR ICIEM 23X — a5, IR
BRORMIE 7 HABCRANRE R, DU AL 7R 2 mT AR 2845 04 T8k .

In order for individuals to exercise their rights, they need to understand what personal data
you hold, and what you are using it for. As such, transparency is crucial and you should let your
staff know how you will use their data in a way that is accessible and easy to understand.You
should also ensure that staff are able to exercise their information rights. To make this easier you
may wish to put processes or systems in place that will help your staff exercise their rights during
the COVID-19 crisis.For example, in relation to the right of access (also known as Subject
Access), you might consider setting up secure portals or self-service systems that allow staff to
manage and update their personal data where appropriate. This may also allow individuals to
exercise other rights such as the right to rectification or erasure of their data. Where this is not
possible, you should make sure that basic policies and procedures are in place to allow employee
data to be readily available when needed.

6. "R TELH T HOZHMURME R, mEMNAREFILLER, BLABEERP
KB B RH A7

8. Some staff already have the results of tests that they have arranged for themselves. If they
disclose these results to me, what are the data protection considerations?

XF R ) S AT AT IS R, AE R T, BN Rz B 2 ek, IR
X SRAH G SR A N AR FE ) DR B L5 o T8 FR) B 2 12 TS i D o s ) A P 2 a6 M A
K, I HAURA T ERE, EASPEREE HR It Tk sind 2 %k .

For any test results that are voluntarily disclosed to you, as an employer you should have due
regard to the security of that data, and consider any duty of confidentiality owed to those
individuals who have provided test results. Your focus should be on making sure your use of the
data is necessary and relevant, and you do not collect or share irrelevant or excessive data to
authorities if this is not required.

7. EA AN RN RIS EEN—#2, EASEAEERERAEGUERTEGE?
9. Would it be appropriate to use temperature checks or thermal cameras on site, as part of
testing or ongoing monitoring of staff?

25 JEAE TS BAR AR IBORES, JCH R AR SRR B S, 75 20 e i H A&
S SEEAT B RE, JRERENS N B BB 6 53 T MR AR 6 AU A B2, JF B4
SRS B . [FIRE, FEUE R G . IR RIZ T S 15 T DUl I F A R IURS ALY
TIEARIE BRI S5 R AR IXHRE, AT B TCiEA ML i LE B o M SRR L% B2
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(SCCO MMFER L RIrAZE (ICO) IR I SCC DPIA #ifR, & THUW RS, EHE
fi B A A B L e 2T, IR B T84T VA
When considering the use of more intrusive technologies, especially for capturing health
information, you need to give specific thought to the purpose and context of its use and be able to
make the case for using it. Any monitoring of employees needs to be necessary and proportionate,
and in keeping with their reasonable expectations. Again, transparency is key. You should also
think about whether you can achieve the same results through other, less privacy intrusive, means.
If so, then the monitoring may not be considered proportionate. The Surveillance Camera
Commissioner (SCC) and the Information Commissioner’ s Office (ICO) have worked together to
update the SCC DPIA template, which is specific to surveillance systems. This will assist your
thinking before considering the use of thermal cameras or other surveillance.

5.F+%

5.Denmark

DATATILSYNET

RATHH: FHEBIE RS

Issued by: Danish Data Protection Agency (Datatilsynet, DPA)
BRI EFRS Al 2020 423 H5 H

Release time: March 5;2020

SCHE4FR: GDPRAGHT LRI 7%

File name: How about GDPR<and coronavirus?

BEEE: link

Link: link

https://www.datatilsynet.dk/presse-og-nyheder/nyhedsarkiv/2020/mar/hvordan-er-det-med-gdpr-og-coronavirus/

P B DR =y e VF 22 i 3 30 ], X 6 i 2 AR TE A A T/E 2 KA RE B /] LIS s A
P 5 e IR B AT R R A

Ji AT AR JE 53 SR 015 2 DL R B SR e DR 9 R 1A 5 A 52 I DU R AT A K ft
JRE R 22V F) B £ 1

INRR AN S LR, Y 2B R R, AR DR A AOHEZR Y, 32T DA
FEAR KRR RE AT SR AN g b EE A BARRE RS 2 o 140
5T AT R RO XA 3R [
B —HEAIEAERERE T CRUEHERD
B CRUEBRED
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JiE FARYE BRI, ] DLE B S R W] RE AN o RS B2, filtn: JE T
JGE TR R, AL RE 2 N D3R L R S AT DR B B B 15 . (E, Bl
AR, DB R AR F N, il SO EE S B0 AR T BB N . B,
Jie N & -

B ORUH A H R R A S R
B EOHREAMREE, UGN AR MEEE” KA FH
W R AL A -1 4 R R G R ek A R B SR R S X

The Danish Data Protection Agency has received a number of inquiries from employers who
want to know the extent to which they can register and disclose information about their employees
in connection with a new coronavirus.

What an employer can ask the employee to provide, and what the employee is required to
disclose, are issues that are governed by employment law rules and any public law rules on health,
etc.

If this does not contravene the aforementioned rules, the Danish Data Protection Agency
considers that, within the framework of the data protection rules, an employer can to a large extent
record and disclose information that is not so specific and specific that it can be considered as
health information when the situation necessitates that. It could, for example. be:

B that an employee has returned from a so-called "risk area"
B that an employee is in the home quarantine (without stating the reason)
B that an employee is ill (without stating the reason)

As the case may be, it will also be justified for the employer to record and disclose
information that may be considered health information, e.g. that an employee is infected with new
coronavirus. The consideration here may be, for example, that management and colleagues can
take the necessary precautions.

However, it is important to keep in mind that the registration or disclosure must be factual,
and the information recorded and disclosed must be limited to what is necessary. The employer
should therefore consider:

B whether there is a good reason to record or disclose the information in question

B whether it is necessary to specify the information, including whether the purpose can be
achieved by "telling less"

B whether it is necessary to name names - e.g. the name of the person infected and / or in the

home quarantine.

6.Germany

LDI

I NRW
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RATH: AU BT RRZEAC M 17 57 s O AVE B B e R AR

Issued by: landesbeauftragte fiir datenschutz und informationsfreiheit nordrhein-westfalen

RAGI ] 2020 4E 4 A 3 H

Release time: April 3, 2020

SRR RFR: KT MR 2 AL R A SRR S B 2 A G BN N B S DR AE B
File Name: Datenschutzrechtliche Informationen zur Verarbeitung von personenbezogenen Daten
durch Arbeitgeber und Dienstherren im Zusammenhang mit der Corona-Pandemie

B link

Link: link

https //www Idi.nrw. de/mammenu Aktuelles/Inhalt/Corona-und-Datenschutz/Corona-und-Datenschutz.html
b & SR B PRy \H CNEy “‘LH“‘ PR AT T AN }H i, Ak EL T ,_/{W R FAS N AE AR o Inviewof the federal system in Germany,

the state data protection reg s issued different guidelines, and North Rhine phalia was selected as the representative.

1%37%@@%&7&%%@%&F%%ﬁ&&@?
1. Can an employer ask employees about symptoms of a possible corona infection?

ACHE JR R T et R e ) gt PR BB L JRR e ISz 18 I ) 15500 (il An SR A 3 A R
A RVFFEAT IR A o AR IR B O U6, BB e IR 2 it 28 IR G vl 3 UK be
A AR o

e HE, RIS HRER, BRESREZSN, BRI UL iR
WRLEARTA TN A o A, Ho AR o mT RE 51 62T 5 7o PR B A 2% PR 3 AR s e AR A 7T
KT ek G o

Such a survey is only permitted if it is restricted to typical symptoms of novel coronavirus

(2019-nCoV) infection and there is an increased risk of infection, for example if there was an
infection in other employees. According to the Federal Center for Health Education, infection with
the novel corona virus can lead to symptoms such as fever and cough.

Note: According to the information currently available, however, there are no symptoms that
- outside of medical examinations - clearly speak for a corona infection. Rather, frequently
occurring symptoms can also be caused by other diseases; Corona infections can also develop

without symptoms.

2. AT A 1R R A 53T ek ) o, 2 R 4k S ] R 2
2. Can an employer ask employees about positive corona testing?
Fo FHT GRS I, 03 AT S5 AR YL S R R 2 BRE A BUBE L HEAT 16 )
Yes. Due to the increased risk of infection, the employees are obliged to inform the employer

in the event of an infection or the employer has the right to ask questions.

3.8 =W LA ) B RA RIRAT B B B ?
3. Can an employer ask employees about travel destinations?

B ICIRAT H ML i) B — il A 53 TR B AA o SRR ) JO0S T @S R R R AR L R 1Y,
PRLIE R A AT HES2 1 o ARTIT, AR AU X8 CH R P B A R 452 B A B e i v]
DA X — /M 5, BTG RSN, PRt e S3 A SC5% 3 0 e 3 B 1A AL H I
i

A general question about travel destinations only concerns the privacy of employees. Such a
question is not necessary to carry out the employment relationship and is therefore inadmissible.

However, the specific question of stays in recognized risk areas (currently e.g. China and Italy) is
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permissible. In this regard, there is an increased risk of infection, so that employees are obliged to
inform the employer or have the right to ask questions.

4.8 W LU 1A 8 R 5 R i o ?
4. Can an employer ask employees about contacts with infected people?

I RAZ R R AT X B TAER 2 14 RN S BTG (B ERMR R, BN, &
AERE) ELIRARARA N D3 ARG SR, T SRR

Such a question is permissible if it is directed towards infections and suspected cases in
persons with whom employees or persons from their immediate environment (e.g.family members,

close acquaintances, doctors, etc.) have had direct contact within the last 14 days

5. E R AN RET RN EG?
5. Can the employer carry out fever measurements on the employees?

HR45 BDSG 25 26 2555 (3D 3KH 1 %%, 2/ M IS AT T AE L ) 3 iy sl 56040 (R N 11 4k
BEAT AR A ORI B A o B BRI TG 50 T A oA 15 D f g 9 2R e R A 46
eI E bR T AEAE R (ER, MR BT AT RE R SRIAT - T SEH e o 9145 B ) A & 07 ¥

e SR VR A B BGR T HAR TG B . BRSO B e PERIPE T, il an 2 =] v /2
LAY RIRGE RG], AR RS ATk X e 5 TR B 5 R AH i .

I SRR I A T8 5 N S AE TR FR B, A i A7 e ot B v, e 2
J37 25 I e ot 2= DA A B SR A

R B R AT DU B2 (il o5 5, Ferpil B iy, TAR B TR il ALK
P ORYE o A M AT DAFEAT 50 5% A R [ e ) Rl _ i AT o B3R % AR R 0 AT 78 70 75 St
1A A R AL B S R o A F] PO, 7T DLIE B R 5 A S 1 It Sl 75 3 (R Ak B
ATBERMT) R EEATLN o

Contactless fever measurements at the entrance to company premises or buildings can be
justified under strict conditions in accordance with section 26 (3) sentence 1 BDSG. There is
currently no reliable information about whether fever is a definite criterion for determining a
corona infection. However, temperature control can be a suitable means of obtaining information
about suspected corona cases.

Whether the fever measurement is permitted depends on the individual case. The specific
circumstances play a decisive role here, for example whether there are already cases of
demonstrably infected people in the company, whether the company is located in a risk area or
whether employees have or have had contact with infected people.

Storage of the data should not be necessary if the fever measurement is only used to
determine whether someone is admitted for the day in question or not. At an elevated temperature,
the worker should go to a hospital or doctor to clarify the cause.

Employers are advised to find a mutually acceptable solution that includes the employees, the
works or staff council and the data protection officer. The measure can also be carried out on the
basis of voluntary consent from the employees concerned. The prerequisite is that they are fully
informed about the processing of their health data. In a company agreement, the essential rules
regarding the "how" of the implementation of the measure including the handling of suspected
cases can be regulated transparently.

6.EEXMBERBEE=FEHLABEEXE?
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6. What information obligations does the employer have towards employees or third parties?

an S G RS (. TR R SR TR, R AT R LSS A A S iR g
Bl 1 51 T EGE = A B K (S B TERXFMEL T, REGUERYMA, Ha
VPR BE AL . B, W H TR R G .

If there is an increased risk of infection (e.g. due to a detected infection of an employee), an
employer may be obliged to inform other employees or third parties who have been in contact
with the infected person about the resulting infection risk. In this context, corresponding data
processing is also permitted, insofar as it is necessary to protect other people. However, it is
usually not necessary to name an infected person.

7. B HL A

7.Austria

dsb

Republik Osterreich

Datenschutz
behoérde

KA B OR 3 1L)

Issued by: Datenschutzbehdrde(DSB)

KA A : 20204E 3 A 27 H

Release time:March 27, 2020

A2 R B RLBURUE R R 2 (COVID-19) W i) g 2%
File Name: FAQ zum Thema Datenschutz und Coronavirus (COVID-19)
HE4R: link

Link:. link

https://www.dsb.gv.at/documents/22758/23115/faq_zum_thema_datenschutz und coronavirus covid-19 Stand 24 4 2020/7cff6131-aed3-4bf5-8515-b724¢82915a9

1. EER AR JE B R B A7 K X Bt 5 R gL et 1 ?
1. Can an employer ask its employees whether they have been in a risk region or whether
they have had contact with infected people?

HRHE 557 VLI RE CEAERIERIANE) , R A 5, IF H A tr iR AR i
FOOBEE e IAURS o FIR IR fi B XIS 3 B 475 31 SR A A 425 1 £ A 37 BT R B A% 4

EX—H 5T, Y5 GDPR % 9 55 2 Beb 0l, e ¥ (TN & IR AT L2
JBAT (FFahik) 155

A2 H SR A T O LA RS U AT 9] (2 — D B8} link

Employers have a duty of care due to labor law provisions (both private and public) and must
ensure that health risks in the workplace are excluded. The exclusion of health risks also includes
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the prevention of infections and the containment of virus spread at the workplace.
Against this background, the ascertainment of the state of health by employers (responsible
persons) can be based in particular on the fulfillment of labor law obligations in accordance with
Art. 9 Para. 2 lit. b GDPR are supported.

The Ministry of Social Affairs offers further information on risk areas and infection cases

under:link

2. SRR E O HE R KRR, MBRRPENER. BRXTHG?
2. If an employer orally asks its employees about their state of health, data protection law
does not apply. Is that correct?

AR, WAZIERKI/E, GDPR W& M kil il X EIRE JC IR B /2 A 1A 26 1 &

LRGBS A, #2008 <y Hdl fRa i

No.It should be noted that GDPR also applies to oral communications. This means that data
protection regulations must be observed, regardless of whether the data are collected electronically,
in the form of physical questionnaires (file system) or orally.

3. BET UL HH R RERA AT Z M FRENE (RENE" 92
3. Can an employer order that all employees take a temperature measurement (“fever
measurement”) before entering the company?

R EERITENE R . WS R A RS, A R A 77 ORI (i R (RIS
EEFCIROL » Bl 5T GES B 1D, JCHGZE DY AR R R AH R IR 7 i
R (COVID-19) HJJUMAIREAEIR 2 —

VR Jie T8 LS5 —FB 0 54 T ALZE B 4l o mT SE I G, W BAfA] 53 AR X — s

IRERRE TR 55 (RE NG BERA ) AT B 7EBI o o % T A7 AE R MY XU
M Cr A IRIPIRD) 5 49 SKPTIRINIEZ, AT RS IXFME L

This is primarily a labor law question. From a data protection perspective, there are more
moderate means of collecting health data (i.e: checking the state of health), such as questioning the
employee (see question 1), especially since fever is only one of several possible symptoms of a
possible infection with COVID-19 .

As part of the duty of loyalty to the employer, employees have to take the initiative and
report suspected infection. This can be pointed out to the workforce.

An exception can exist if an obligation to examine (aptitude and follow-up examination) is
prescribed by law. This can be the case for activities within the meaning of Section 49 of the
Employee Protection Act where there is a risk of an occupational disease.

4. AT FTCMREE V%4 G ?
4. Can a company keep visitor lists?

W (R Pi g A4 MR ER 720 B R9EE ] T 07 ) 3 E ko m e s ol O
A RE S 2 A NSZ D) o AR H RN 1O S U5 R AR @ e &5 .

The data from visitor lists (name and contact details of a company's visitor) can be used to
the extent necessary to inform visitors about an infection in the company (warning that there was a
potential contact with an infected person). The purpose of processing is to make it easier to contact
visitors and reduce the spread of infections.
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5. BT CAiE DA IR R RIR G Bl K $dE g ?
8. Can an employer submit data on infection cases to health authorities?

N T KA R Y ) I B AR s P AEERT], DSGVO 38 9 %28 2 3K 1 T4 & DSG
5510 5558 2 BAR BB FVE KR .

HEAk, R ATEGER TR ER, HRYE GDPR 28 9 2658 2 350 1 BUAN (1950 MATHIEZR)
B5 (3 &, JRTA SRS TR IR HIE B .

WA AT IR R, 55 AT R .

For the transmission of information about specific cases of infection to the health authorities,
Art. 9 Para. 2 lit. i DSGVO in conjunction with § 10 para. 2 DSG a corresponding legal basis.

In addition, at the request of the district administrative authorities, an obligation of the
employer to provide information about suspected cases and infections according to Art. 9 para. 2
lit. 1 GDPR in conjunction with Section 5 (3) Epidemic Act 1950.

Please contact the health authorities if you have any questions as to whom infections or
suspected cases should be reported.

9. BEWUKERTHRAANBRT R, CUEERER R @ A1 X TR B i S pUR 4L
B YLNG ?

6. Can an employer collect the private contact details of employees in order to be able to
inform them at short notice about suspicions or an infection at the workplace?

N T TR RS, o R SR I I OR A R SRR NTR R AE R, DA AT B R S
AR P (0 SR LA R G A RS 2 75, AT A AT A 06 EH A T AR M e (B, ASBEsRIE 5 T
A —EE

Hs RISl Bt 7 — AN, Mg R TR NI R 77 2 HEASR
WG 1 TR B DR R, 4R RYE GDPR 85 13 25 H0ME B 5 1 55 -

For risk prevention, it is permissible for employers to request and temporarily save their
employees' private contact details so that they can be given a short-term warning about a
suspicious event-or an infection at the workplace so that they do not have to appear at the
workplace. However, workers cannot be forced to make this announcement.

The data protection authority provides a sample form for the collection of private contact
details of employees on its website. The sample form covers all data protection requirements, in
particular the information requirements according to Art. 13 GDPR.

7. JREW LA R TREREFHADRFEEMAR (COVID-19) K NKE Ak 5 ?
7. Can an employer give the workforce the specific name of individuals who have been
infected with the coronavirus (COVID-19)?

AT RS G AN SR AL 1] (10 Kot A MUK, Bt IRy i oy FLR it T RpBR R . IR N T
B 1E AR 3 v B A N R 4 P i S e Sk e 52 2175 44 4K

[T, Bl R VERLE 7T ALE BRI 00 35 4% B AN R4 AT P b 5 R 2 LA Mg R 2t
Hdls .

2 GDPR % 5 2655 1 3K ¢ BUHIHHE s/ MR, 2SO0 T, DF 405 e
A B E AR 53 SRR e 1 B AR Lk 44 BT AR 3 P b 5 AR IS ) — A S o T R 20
B E AR IR DN AT B 5k 2 Nk, UV RT DB B e Sk e

Data on infections and suspected cases are sensitive data for which data protection law
provides special protection. In particular, the aim is to prevent individual people at the workplace
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from being stigmatized due to suspicion or infection.

At the same time, data protection law stipulates that data on health status can be used to the
extent that is necessary to curb the spread of the virus and to protect people.

In accordance with the principle of data minimization in accordance with Art. 5 Para. 1 lit. ¢
GDPR must therefore be carefully considered in individual cases whether it is necessary to
provide the workforce with the specific name of an individual who has become infected or with
the general information that an infection has occurred in the workplace. An individual naming of
infected persons can prove to be permissible if it has to be ascertained who had contact with these
persons before the infection became known.

8. WALIFBERG T, TAFRITT DAL E TR LB 2
8. I am suspected of being infected or infected. What data can the health authorities process
about me?

A DLAE PR 175 25 % 1B R DR 37 At N T 5 AR P2 _E A P 1 e s

i GDPR 25 9 255 23K i Wigh& (1950 FFmATRED) & 4 (O %, 1EEMAERT
HREE AL PRI AR LA T S dh 2K 501 -

B TR AR S (A PR AR e RS DL ARYE B-GovG 28 9 kit

AT IR E XA NG
B SNSRI R M R CFm A SE AR R ) NS a6 = i
B ORNR R ) B E A, A
WA ORI T A I 1 A

NTRIPEREEE, 1950 FERATIRIED 28 4 S 1 TLAEFR 1T 06 08 < R e Bk 22 4
FR

Health data can be used to the extent necessary to curb the spread of the virus and to protect
others.

According to Art. 9 Para. 2 lit. i GDPR in conjunction with Section 4 (4) Epidemic Act 1950
in any case process the following data categories from you:

B Data for the identification of sick people (name, gender, date of birth, social security number
and area-specific personal identification according to § 9 E-GovG),

B The clinical data relevant to the notifiable disease (history and course of the disease) and
laboratory data,

B Data on the patient's environment, insofar as they relate to the notifiable illness, and

B Data on the precautionary measures taken.

To protect your data, section 4 of the 1950 Epidemic Act stipulates special security
requirements that health authorities must comply with.

9. BHRYES (XEe, Rk, AERES) Ko REBE R AR IRV 2588 ?
9. Do entrepreneurs who have organized mass events (trade fairs, theaters, sports events, etc.)
have to provide visitor data to the health authorities?

N XATBCR I TR ESR, MY 9 565 230 1T, 458 1950 5 (HATED) 25 5 %628
3K, HBIEA LS5 HRAA KT BER B ARG (5 8o IRUME B XS5 E M i 1 1E 6 BEEH
P IR0 BE AR . SRR Oin s (AT BR A1, A5 B IR B AR U B2

At the request of the district administrative authorities, organizers are obliged to provide
information on suspected cases and infections in accordance with Art. 9 Para. 2 lit. i GDPR in
conjunction with Section 5 (3) of the 1950 Epidemic Act. The obligation to provide information
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also covers the transmission of visitor data to the extent necessary. This provision of information
can become particularly relevant if the exit restrictions are tightened again in the future.

10. ZELFRFRIER T, WARH MR BRI K AR AR?
10. What data can a mayor use to support citizens in his community in the current
exceptional situation?

S COVID-19 5 3 5iE%  (HRFNEHAR) 28 23/2020 5D 217 7 { 1950
ERATHNERD » FENEERALEE I T 53— R

BUAE, 1950 SERATIED 26 3a 50HE, HIKATBCE RABURE 1950 4 CIRATHEIE)
1713 52 31 o 25 i Tt 52 W) 147 PR k4 MBI 5 066 2R 077 O R i G, Ji 81 i 8 e bR B il 2% LE BRLAE
HPrfEM X (ERAD , HE IR A E R A& AR 55 5 H 75 2R B 55

BEVERARHE ARG GDPR 25 5 25 B0 DRI TR BEAT R . 1950 SEIRATHRIED 2 3a
O 3 RES 4 XS bRk AT 7R . Ik, AR T AR B, I SRAN R R 20
AT AL, T A ZRST R B . S5 4h, AZURHE GDPR 5 32 2558 1 HCKIBOE 24 1) 8
2 .

WJa, BOZAGHIEIR, R 1950 SEFRATHIED 50 265 (8) 3, AR T
2020 4 12 H 31 HEIY, DI AR .

With the 3rd COVID-19 Act, Federal Law Gazette I No. 23/2020, the legislator amended the
1950 Epidemic Act and introduced another legal basis for data processing.

Section 3a of the 1950 Epidemic Act now stipulates that the district administrative authority
is authorized to notify the mayor of the name and the required contact details of a person affected
by a segregation measure under the 1950 Epidemic Act due to COVID-19 who lives in his or her
area, if and insofar as it is available, providing this person with necessary health services or with
goods or services of daily needs is absolutely necessary.

This legal basis is to be interpreted in the light of the data protection principles of Art. 5
GDPR, which is also expressed in § 3a Paragraph 3 to Paragraph 4 of the 1950 Epidemic Act.
Accordingly, data processing for other purposes is prohibited and the data must be deleted
immediately if their processing is no longer necessary. In addition, suitable data security measures
must be taken in accordance with Art. 32 Para. 1 GDPR.

Finally, it should be noted that this legal basis according to Section 50 (8) of the 1950
Epidemic Act expires on December 31, 2020 and is therefore limited in time.

1. ANBERFBAERE, BEXDPARNNFREAA?
11. From a data protection point of view, what should be considered when using home
offices?

MEHECRY (M FERE, NARYE GDPR 28 32 4658 1 3K FE0 4 2 4 I 2k

Hos R U AE Ll B St AR RS B . DU 25 8 R A5 B AR

From a data protection perspective, the requirements for data security in accordance with Art.
32 Para.

The data protection authority provides a corresponding information sheet on its website. It is
suggested that employers share this information sheet with their employees.

12. BERERE T R BUFR B S A P KB S SR IB ) B feHEg ?

12. Can communications providers provide government government mobile user movement
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profiles to curb infection spread?

XM GDPR 35 9 %55 2 3K e Widhi& TKG 2003 55 102 (1) 1 ZFMHE, A2
oA N NFR R B o BT ILELEEE, WU TATERE, R
AT DG AT R 1 30 RO R B2 o o 2B P 3 =24 ) e 44 AL B SR DR AS 11 AT RE B S R A
FH A EAAT A R E N R ZE 8

FELBEITEOUN, AR 2 S5 E --GDPR 2 9 265 2 3K e 45 & TKG 2003 58
102 (1) 2 5%, RAMRIERE D NSRRI, A4 7T DOFE W] BLRG 2R € A NI4T ERL
Uy =E S
This is permissible in accordance with Art. 9 e-GDPR in conjunction with Section 102 (1) 1 TKG
2003, provided only data without personal reference ("anonymous data") are transmitted. On the
basis of this anonymous data, flows of motion can be analyzed and consequently it can be checked
to what extent the exit restrictions are complied with. Appropriate anonymization techniques must
be used to ensure that it is no longer possible to draw conclusions about specific persons or only
with disproportionate effort.

In the present context and according to the current national legal situation, the transfer of an
individual movement profile, which can be assigned to a specific person, is only possible on the
basis of a revocable consent of the specific person in accordance with Art. 9 e-GDPR in
conjunction with Section 102 (1) 2 TKG 2003 .

13. B/ HANLE, BRMBIBRIF TR SR T WL SR R4 A 5T 2 e bR s 28 il 48 F)
mj?

13. What guidelines has the European Data Protection Board published on data protection
and COVID-19 so far?

IR e PR3 2 B 2 — i A O T s S 8 0 R T B 5 5 9 2Rt DR g 5 il 8 A3
KA KM R N HIHEN] 04/2020) HH k3% 143 KA B EHE A A LRI GBS R 12)
55— 77 HIEF XS 1) 7€ ) Corona N A CHLFIAARHE) R 7 #MIIREZK .

HEAL, BRHEE Prd 2 D328 H ORI 5 7 A et IR s 765 s % 4 A A S0 OB 22t ek
AT W HE SR AR FE IR AE I 3/2020) 1, AR#E EU-GRC 5 13 250} £dls (RA 1B AAUR) 5 R} 2
H AR R AR T B W

PRI SRR E AT DR . b

In its guidelines 04/2020. on the use of location data and tools for the determination of contact
persons in connection with the outbreak of COVID-19, the European Data Protection Committee
on the one hand made statements about location data and anonymization (see question 12) and on
the other hand recommendations and functional requirements for so-called "Corona apps"
(electronic contact diaries) formulated.

In addition, in its guidelines 3/2020 on the processing of health data for the purpose of
scientific research in connection with the outbreak of COVID-19, the European Data Protection
Committee made statements on the relationship between the fundamental right to data protection
and the freedom of science according to Art. 13 EU-GRC.

Both guidelines are currently available in English.
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8.Hungary

Nemzeti Adatvédelmi és

Informacidszabadsag Hatdsag

RATH & 2 F) [ SR SR A0S B B B LR

Issued by:Nemzeti Adatvédelmi és Informacioszabadsag Hatosag
RAGETIE]: 2020 4 3 H

Release time: March , 2020

SO FR: KT B AL R B it 28 2 175 AH DG H5 4 AL B 145 B

File Name: Information on processing data related to the coronavirus epidemic
BB link

Link: link

https://naih.hu/files/NAIH 2020 2586 EN.pdf

AR NEHE 4 e ERETT Bk N SRR T Nemzeti Adatvédelmi és Informéciészaba
dsag Hatosag (59 77 F) [ B8 Orar AME 8 B g BR) ) BEAT W), DRIR 284 e D00 25 i 2 1)
BRSPS 55 A% 4 3 U BT DR AE G, ARt B PR 5K AT LSt 2 175 B P e e (28 2 DL &%
TR B 4 5 M AR N EE S 75 A B —— UL R A R PR A NHtie  — 0 f RE R

P B R SR )5 ), 9 TAEBRST B2 MR YT B0 W] BE A& A% [R] g e TR AE R e
BEAT A, HELEAL U IR IR 5 s B A WO N, BRI () .
HOHE YO AE V TEL AL FE AR [R] AN R RAT NG 30, AR 1 Bt ARG A Sty L B R
X AR AR N DR EAT o 1 A I

AT, BRI VLT S AR B IR R 5 AH OB I R, DL B 12 1 3 Ak
P RIS A HE H B A FE 705, FFH IR BE A BRI BE TARRIEEAL . IR EH T4
SRRVEAL, USRI R B AN AT TAERNEER R, e G AR =N cng .
ViE) KRR AL A N E s .

Natural person data subjects as well as employers and health care professionals contacted the
Nemzeti Adatvédelmi és Informacioszabadsag Hatésdg (Hungarian National Authority for Data
Protection and Freedom of Information, hereinafter: the Authority) in relation to the health care
crisis due to the coronavirus (COVID-19) spreading exceedingly fast across borders inquiring
about the kind of measures that can be implemented to contain the virus that are compliant with
the data protection requirements in force and whether it is possible to process personal data -
particularly health data which constitute a special category of personal data - in relation to the
development and implementation of these measures.

Based on the queries received by the Authority, with a view to screening those possibly

29

Global Privacy Compliance Policy Guide on Epidemic Prevention


https://naih.hu/files/NAIH_2020_2586_EN.pdf
https://naih.hu/files/NAIH_2020_2586_EN.pdf
https://naih.hu/files/NAIH_2020_2586_EN.pdf

ZTE-LC-DPC

infected who may jeopardise the health of their colleagues even before diagnosing the disease by a
physician and its treatment, certain organizations collect personal data,] including sensitive data2
(health data), using questionnaires or measuring devices. Such data collections extend to trips and
events outside working hours intruding upon the privacy of the data subjects; even demanding
mandatory body temperature measurements for the entire staff in some places.

In view of the above, the Authority issues the following information on processing data
related to the coronavirus with a view to developing compliant data processing practices by data
controllers and processors, and to ensuring the efficient protection of the privacy of the data
subjects. This guidance extends to organization both in the public and the private sector and the
processing of the personal data of individuals in an employment relationship or other legal
relationship aimed at the performance of work and of other third persons (such as clients, visitors)

1. RBIATERE R HE, BIEEHE (REARERTEERESNES) 3H¥E
WEFEMERE EEFTE. B (FF 2011 FEXTREEHRNANGEEB HME CXII 5
ER) (UTEHK “ (BRER) 7)) HERLEN NSRBI ALNE OLHBHENK.
HERZEMERHHR Us, KEfoHEEHE, afFARsEY, FRET (BRYE
BRI FBI) HIME. FEHRIBATEMEEOEEAEES, BFRE. LB EHERNA
B (EREIE) SR, N7 ZIHE A=K — BRI, REETHERN . 7T
RIFATEMERELES RS, BEGR. HENERHBRAN ANSE (EREE) S8
AbER, B2 R B HEE A B K — BRI, SEHR SRR FETHRIZEAT AT HodiE A A
B, AFEKE. FEIERSRNARE (BEEE) SHIELAE, 2% R B L
HE—BEN, JSTHRIHEEN.

HENE, RA AN ZAC B N\ Bl BTG VE LI E A RSO0, A AT e
AEEEAS NEHE o I HAEARATIGBER, #R 7 EA AL 75 R H 1 AL 08 O it L /b o Hiodls 32 44 1
B Rh B . AEFCLEEOL TS, ARSTALTAT LASR BRI v Iy 58, M e AP EEE, 0, VR4H
il 8 B A DA AN, SEA RS 5 I A RIS, ST B 70 25K S0 S A5 ) Bl i
BRIy, IFAER 55 AL BB AR

U SRAERH P 3 B S A 78 7, HLAR PR AR LT 2 Lt e 1), U B0 425 1) 2 0 20
T 5 Uk B EoHE AL PRA B AR F AT ST TR AR . AN T A R ML RN B SR 2
daxfn L, W CICERANGEAE) BT S RPN JE0 o Bodfe 2 ) 2 ad i 20 ORAIE 308 Ak PR
BB EE DA K 40 G 1 2 4

A Il F A ORGP 2% 1) 28 13 SR LA R (BRRAVEZR) 28 16 15 (R THIEE M. Ex%
A 0 57 0 s A B, D BT B A B E A R S RA B S R ) o BERL B
A AR B PR ) 7 AR U 5 Bt AR S0 A Bodi Ab PR A H A ATE B HE it
FAAERARR L 5RALTT R ECE N SVE L R 3 T AR e oAb 2 0 Gl ot fr 97
B Be (1) (O 21, WAALIHATHF RPN, PURIUE S A HE H AH R 2 2
Sude T Bl FAARREERCN] . B e .

1. Pursuant to the data protection rules in force, the data controller4 - that is, the employer
calling for control and the physician providing health care - carries primary responsibility for
the compliance of data processing. A substantial part of data controllers, including the majority of
employers, are required to apply the provisions of the General Data Protection Regulation
(hereinafter: GDPR), excluding the bodies involved in the processing of data subject exclusively
to Act CXII of 2011 on the Right to Informational Self-Determination and on the Freedom of
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Information (hereinafter: Privacy Act), thus in particular the bodies of law enforcement, defence
and national security.

Just as in the course of planning any data processing, data processing including the
collection,forwarding and use of sensitive personal data (health data), subject to this information,
has to be developed taking into account the principles of data protection in general and the
principle of accountability in particular.

It is an important expectation that the processing of personal data is warranted only if and to

the extent that the purpose of data processing cannot be achieved by other means not requiring
data processing, and it must be examined in every case whether there are efficient solutions that
pose less threat to the privacy of the data subjects. Thus, for instance, specifying basic hygienic
measures, cleaning work implements and offices more thoroughly, providing disinfectants and
requiring their more frequent use or regulating the order of receiving clients and using glass
partitions at customer service desks may, in some cases, provide efficient solutions without the
processing of personal data.
If the means referred to prove to be inadequate and the processing of data seems absolutely
necessary, the data controller has to specify first and foremost the accurate purposes of data
processing and the legal basis for compliance. The principle of data minimisation should not be
left unconsidered as it stipulates that data to be processed (collected and stored) must be
absolutely necessary and proportionate for the purpose to be achieved. Data controllers must Also
provide for the transparency of data processing as well as the accuracy and security of the data.

Pursuant to Article 13 of GDPR (and Section 16 of the Privacy Act in the case of data
processing for the purposes of law enforcement, national security and defence) drawing up a
privacy policy document is mandatory for all data processing purposes. The privacy policy must
detail the purpose and legal basis of the data processing affecting data subjects, the period of
storing the data, the range of individuals authorised to access the data in a manner that is easily
understood by the data subjects; in the case of data processing based on legitimate interest [GDPR
Article 6(1)f)] it is necessary to perform an-interest evaluation test to verify whether the interest
linked to the purpose to be achieved through data processing overrides the rights, freedoms or

legitimate interests of the data subjects.

2. F R EHFRI CERNIUTIERFBIN T — L% RS A B R ER .

L EPRTEKERRRT Gk, 2% 5. BUTRER. BUFMAIRSHIM R TR
HAMZFFIRR) KBIRGEEF, B EH LR EFRBUH DL B8 a2 R DA S fe 5 42
R HRTmsh 4.

FESCEAR R, JRE R 15 i 4

- I EEEN SRR AT SR (U TEIRR: ATah D CRUGZIT RN R 24
RS R B TR 20 3R R o5 28 W ILER Y SR IR 4 it ) 20 2% 18 Pl SR L 10 4 T P 4
PEORI RS . LSRN B S AT R R 78 ST v REORA 78 40 1 940 38 2R 1 DA ) i = k3
BAEED
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2. The Authority has identified certain requirements stemming from the legal regulation in force in
relation to some frequent cases of data processing.

I. In the case of data processing related to legal relationships aimed at the performance of
work (employment, the legal relationship of public employees, public servants, government
employees and public service employees, as well as other legal relationships aimed at the
performance of work), the employer is responsible for ensuring the conditions for the safe
performance of work which do not endanger health and for planning and developing the related
processes of data processing.

Under this, the measures expected from the employer include:

- the development of the so-called pandemic/business continuity action plan (hereinafter:
action plan) (it is recommended that it should extend to preventive steps to be taken to reduce
threats, measures to be taken upon the eventual appearance of the infection, preliminary

consideration of the data protection risks of the measures applied, issues of responsibility
within the organization and building efficient and adequate channels of communication facilitating
the provision of information to the data subjects);

- as part of the action plan, in terms of the preliminary measures reducing threats, a detailed
information document has to be drafted and made available to the employees concerning the most
important'issues to be known in relation to the coronavirus (source of the infection, mode of
spreading, period of incubation, symptoms, prevention), and who to turn to in the event of any
alleged contact with the coronavirus or upon the onset of other conditions specified in the
information material;

- if needed, conduct of business and business/service trips and events may eventually have to
be reorganized and the possibility of eventually working from outside the workplace must be
ensured;

- attention needs to be called with emphasis to the fact that in the event of any alleged contact
with the coronavirus and upon the onset of other conditions specified in the information material
individuals should report this to the designated person and visit the company doctor or another
physician immediately in order to protect their own and their colleagues’ health.

If an employee reports possible exposure to the employer or the employer deems that the
suspicion of exposure can be established from the data provided by the employee, the employer
may record the date of the report and the personal data of the employee concerned for the
establishment of their identity, the fact of whether or not the venue and date of the employee’ s
foreign travel, even if for a private purpose, coincides with the territories (countries) and periods

33

Global Privacy Compliance Policy Guide on Epidemic Prevention



ZTE-LC-DPC

listed in the employer’ s information material; the data concerning the fact of having contact with
a person arriving from the territories indicated in the employer’ s information material; and based
on information made available to the employer, the measures taken by the employer (e.g. ensuring
the possibility of visiting the company doctor, permission for a voluntary quarantine at home).
With respect to the range of data herein indicated, the Authority deems it acceptable to have the
employees complete questionnaires, if based on a preliminary risk assessment carried out by the
employer in advance, the employer concludes that the application of this method is necessary and
it proportionately restricts the right of employees to privacy; however, the Authority expressly

underlines that the questionnaires may not include data concerning the medical history of the
data subject and the employer may not require employees to enclose health documentation.

In such cases, the legal basis for the processing of the data referred to above can be legitimate
interest according to GDPR Article 6(1)f); or in the case of data processing by organizations
performing public tasks or exercising public powers, it may be GDPR Article 6(1)e) in view of the
need to perform their basic duties. In this case and exclusively if the previous paragraph is taken
into account, the fact that the condition according to GDPR Article 9(2)b) may be established for
the processing of health data because the provisions of labour law require the employer to ensure
healthy and safe conditions of work for the employees.In accordance with the positions taken by
the supervisory authorities of other Member States, the Authority, however, with a view to the
current situation of the epidemic in Hungary, regards disproportionate the requirement of
screening tests with any diagnostic device (in particular, but not exclusively, with a thermometer)
or the introduction of mandatory measurement of body temperature generally involving all
employees called for by a measure of the employer, in view of the fact that the collection and
evaluation of information related to the symptoms of coronavirus and drawing conclusions from
them is the task of health care professionals and authorities.

If based on the report of an employee, or in an individual case upon consideration of all the
circumstances, or on the basis of a risk assessment, the employer finds it absolutely necessary for
certain jobs, particularly affected by exposure to the disease, the employer can act in compliance
with the law by applying the legal basis according to GDPR Article 6(1)f) or e) (see above) as well
as the conditions set forth in GDPR Article 9(2)h) and (3); thus the employer may only call for
tests to be carried out by health care professionals or under their professional responsibility and
the employer is entitled to be informed only about the results of these examinations.

II. It is important to stipulate that health care providers as well as company doctors — as
independent data controllers — must comply with the data protection requirements governing their
actions.

Besides Act XLVII of 1997 on the Processing and Protection of Health and Related Personal
Data (hereinafter: Health Data Act), the legal obligation according to GDPR Article 6(1)c) and
GDPR Article 9(2)i) can also be identified. This includes, for instance, Section 25 of Decree
18/1998. (VI. 3.) NM on epidemiological measures necessary to prevent infectious diseases and
epidemics, which requires health care providers to report and keep records of infectious patients
and persons under the suspicion of having an infectious disease, inter alia, in accordance with the
case definitions specified in Annex 1 to the Decree (which also includes the SARS-coronavirus),
furthermore, in accordance with the provisions of the legal regulation on the order of reporting
infectious diseases and the prevention of infections related to health care as well as the provisions
of the Health Data Act.
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In addition to the above, the procedural order related to the new coronavirus identified in
2020 drawn up by the National Public Health Centre on 2 March 2020 contains the
epidemiological and infection control rules to be followed by attending physicians; this was
compiled on the basis of the recommendations and requirements of the World Health Organisation,
the European Centre for Disease Prevention and Control, hence it does not qualify as a legal
regulation, nevertheless, attending physicians must apply it in the course of their activities.

III. According to the position taken by the Authority, it follows from the general requirements
of conduct applicable to employers and persons in an employment relationship aimed at
performing work, thus in particular, the obligation to cooperate and the principles of bona fide
action and fairness that employees must inform the employer of any health or other risk affecting
the workplace, other employees or third persons in contact with them in the course of performing
work, including the risk of themselves being potentially infected (and also the fact of any
presumed contact with an infected person).

The Authority emphasizes that in the case of data processing by the employer as described
above, the employee is entitled to exercise the rights due to him as data subject in accordance with
the provisions of GDPR Chapter 111, the facilitation of which is the employer’s obligation arising
from GDPR.

IV. In relation to the processing of data related to third persons outside any legal relationship
aimed at the performance of work (thus, for instance, clients and visitors), the Authority
underlines that

- in the course of implementing enhanced control of persons entering the organisation’s site
and restrictions related to this as part of the action plan particular attention should be paid to
weighing the data protection risks of the measures applied in advance and building efficient and
adequate channels of communication to facilitate the provision of information to the data subjects;

- in terms of the advance measures to reduce risks as part of the action plan, detailed
information and a notice has to be drafted and made available to third persons, which contains the
most important information related to the coronavirus (source of infection, mode of spreading,
period of incubation, symptoms, prevention), together with an appeal addressed to them to
immediately notify the access control staff about the fact of any presumed contact with the
coronavirus or the onset of other conditions specified in the information material upon entering the
site of the organization.

According to the position taken by the Authority, the legal basis for data processing specified
under Section I can also be applied to the processing of the data of third persons for this purpose
as described therein.

In their action plans, organizations may regulate the measures related to these persons, which
may eventually be different from rules specified for those in an employment relationship, which
may necessarily be concomitant with the processing of personal data (for instance, prohibition of
entry to the site of the organization).

3. 85, ETHWAENMEXRR, BHRFIFTSEER, R\ 2012 F<fik>C 5
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3.Finally, in view of the data processing interrelations, the Authority calls attention to the fact
that according to Act C of 2012 on the Penal Code, the person who fails to subject himself to the
epidemiological measures ordered by the competent organisation perpetrates a criminal act;
furthermore, the criminal liability of individuals who infect someone through their  wilful
behaviour causing severe bodily harm or death can also be established.

In such cases, the police is entitled to take action and to process personal data pursuant to Act
XXXIV of 1994 on the Police Force, Act XC of 2017 on Criminal Procedure and the provisions of
the Privacy Act, and in the course of their actions they may also use video. surveillance in public
spaces in accordance with the legal requirements governing it.
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Issued by: Commission nationale de l'informatique et des libertés
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Release time: May 7, 2020
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File Name: Coronavirus (COVID-19): CNIL Reminder for Employer to Collect personal data
BEEE: olink

Link: link

https://www.cnil.fr/fr/coronavirus-covid-19-les-rappels-de-la-cnil-sur-la-collecte-de-donnees-personnelles-par-les

1. BEARBMH2AZENF?
1. What safety obligations does the employer assume?
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Employers are responsible for the health and safety of their employees / agents in accordance
with the Labor Code and the texts governing the public service (particularly articles L. 4121-1 and
R. 4422-1 of the Labor Code or the decreen ° 82-453 of May 28, 1982 modified).

As such, it is up to them to implement actions to prevent professional risks, information and
training actions, as well as work organization and resources adapted to working conditions.

The CNIL invites employers in this regard to regularly consult the information posted online
by the Ministry of Labor (Directorate General of Labor - DGT), in order to know their obligations
during this period of crisis. Employers have the right, in accordance with the GDPR, to process
personal data when it is strictly necessary for compliance with their legal obligations.

In this context, the employer is notably legitimate:

B to remind its employees, working in contact with other people, of their obligation to provide
individual information in the event of contamination or suspected contamination, to him or to

the competent health authorities, for the sole purpose of enabling him to " adapt working
conditions;

B to facilitate their transmission by setting up, if necessary, dedicated and secure channels;

B to encourage methods of working at a distance and encourage the use of occupational

medicine.

2. RT/MRBEBARBHARENSE?
2. What safety obligations do employees / agents assume?
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For its part, each employee / agent must take care to preserve his own health / safety but also
those of the people with whom he could be in contact during his professional activity (article
L.4122-1 of the Labor code).

Normally when an employee is sick, he should only communicate to his employer any sick
leave he may have, without any further details on his state of health or the nature of the pathology
being communicated. However, in a pandemic context such as that of COVID-19, an employee
who works in contact with other people (colleagues and the public) must, whenever he has been
able to-expose some of his colleagues to the virus, inform his employer in the event of
contamination or suspected contamination of the virus.

On the other hand, an employee who would be, for example, placed in telework or who
would work in isolation without contact with his colleagues or the public does not have to forward
this information to his employer. Indeed, in the absence of danger to other people, events related
to a possible exposure, particularly a work stoppage which would result therefrom, must be treated
in accordance with the normal work stoppage procedure.
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3. BEmMMAEZERE?
3. How employers handle safety reports?

Jie 32 R REAL BN T AT FLREAN & [F) 55 ™ A% B s, At U, SRENAH S5 it (i
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Employers can therefore only process data that is strictly necessary for the fulfillment of their
legal and contractual obligations, that is to say necessary to take organizational measures
(telecommuting, referral to the occupational doctor, etc.), training and information, as well as
certain actions to prevent occupational risks.This is why the employer can only deal with the
elements linked to the date, the identity of the person, the fact that he indicated that he was
contaminated or suspected of being contaminated, as well as the organizational measures taken.If
necessary, the employer will be able to communicate to the health authorities which have the
authority, the elements necessary for possible health or medical care of the exposed person. In any
event, the identity of the person likely to be infected must not be communicated to other
employees.

4. ERRBERLEBEERH A7
4. What are the processing scopes of health related data?
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FBHE RTE L
If it is up to everyone to implement measures appropriate to the situation such as limiting

travel and meetings or respecting hygiene measures and “barrier gestures ”, employers cannot take
measures likely to disproportionately violate the privacy of data subjects, in particular by
collecting health data that goes beyond the management of suspected exposure to the virus in
order to protect employees and the public. This principle is also recalled by article L. 1121-1 of
the Labor Code which provides that “no one may impose restrictions on the rights of individuals
and on individual and collective freedoms which would not be justified by the nature of the task at
hand."

Because of the sensitive nature that they assume, data relating to a person's state of health is
in fact subject to very specific legal protection: they are in principle prohibited from processing.

To be able to be processed, their use must necessarily fall under one of the exceptions provided for

by the GDPR, thus guaranteeing a balance between the desire to ensure the security of people, and

respect for their fundamental rights and freedoms. In addition, their sensitivity justifies that they
are treated under very strong conditions of security and confidentiality and only by those who are
authorized to do so.

The exceptions that can be mobilized in the context of work are limited and can generally be

either:

B the need for the employer to process this data to meet its obligations in terms of labor law,
social security and social protection: this is the case with the processing of reports by
employees;

B the need for a healthcare professional to process this data for the purposes of preventive
medicine or occupational medicine, (health) assessment of the worker's work capacity,
medical diagnoses, etc.

For these reasons, employers who would like to initiate possible procedures aimed at
ensuring the health of their employees must rely on occupational health services. They cannot
themselves set up files relating to the body temperature of their employees or certain pathologies
("co-morbidities") likely to constitute aggravating disorders in the event of infection with
COVID-19.

It is in this spirit that an order "adapting the conditions for the exercise of the missions of
occupational health services to the health emergency and modifying the system of prior requests
for authorization of partial activity", was taken in Council of Ministers on April 1, 2020 in
application of article 11 of the emergency law of March 23, 2020 to deal with the COVID-19
epidemic, and published in the Official Journal on April 2, 2020.

The CNIL also recalls that the regulations on data processing only apply to automated
processing (in particular IT) or to non-automated processing which allows files to be created. Thus,
the only verification of the temperature by means of a manual thermometer (such as for example
of infrared type without contact) at the entry of a site, without no trace being preserved, nor that
any other operation is carried out (such as readings of these temperatures, information feedback,
etc.), does not fall under data protection regulations.
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10.55

10.Switzerland

Schweizerische Eidgenossenschaft
o Confédération suisse

Confederazione Svizzera

Confederaziun svizra

RAGHH: BOFREE ORI FIME B2 R

Issued by: Federal Data Protection and Information Commissioner (FDPIC)
BRILEFRE: 2020 43 H 17 H

Release time: March 17, 2020

SRR BREO R B 2 I B TR AR A 42

File name: Legal data protection framework for coronavirus containment
BEEE: link

Link: @

https://www.edoeb.admin.ch/edoeb/en/home/latest-news/aktuell_news.html

1. BT UL KB A
1. Data processing by health care institutions
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Following the declaration of the special situation in accordance with Art. 6 of the Epidemics
Act (EpidA) by the Federal Council, the federal, cantonal and communal authorities are
continuing to work in conjunction with public health institutions to combat the current coronavirus
pandemic.

The Federal Office of Public Health (FOPH), the competent cantonal authorities and the
public and private institutions entrusted with tasks in accordance with the EpidA process personal
health data in accordance with Section 2 of the EpidA, insofar as this is necessary to identify
persons who are ill, suspected of being ill, infected or suspected of being infected, with a view to
measures to protect public health. In doing so, they shall also observe the general principles of
federal and cantonal data protection legislation. Hospitals and other public or private health care
institutions, as well as laboratories and medical personnel, are also subject to special reporting

obligations under the EpidA.
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2. AEHAHIEL

2. Data processing by private parties
FURAE NI O ) ARBEAS N Hdls AN B RN Bt AT 1 5 e AL (B
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BT H BRI ] LA L A R TR
Insofar as private parties, in particular employers, process personal data to combat the

pandemic, the processing must be carried out in compliance with the principles set out in Article 4

of the Federal Data Protection Act:

B Health data are particularly worthy of protection and, as a matter of principle, may not be
obtained by private parties against the will of the personsconcerned.

B Moreover, processing of health data by private parties must be purpose-related and
proportionate. This means that they must be necessary and suitable with a view to preventing
further infections and must not go beyond what is necessary to achieve this goal.

B Wherever possible, appropriate data on flu symptoms such as fever should be collected and
passed on by those affected themselves.

B The collection and further processing of health data by private third parties must be disclosed
to the data subjects so that the latter understand the purpose and scope of the processing as

well as its content and time frame.

3. IR 5IBER
3. Body temperature and tracking

AAENITT S, 9 7 B L, AR HE N S B A 3 B 2 i AR v i,
R OO, RN BRI RN T 55, ) 2080 e b B8 BR T3k 2132 H 8 B
i R AGPR E o WS ER B Ry e 52 AT SR DR A5 R AT R AR . AERX MG, 17
FEEE 55 N GL RIS A R i FER DL )32 1) A B2 AN A A AN BRI

X [FI A& F T AL E UG 9 By LRI G T 78 12 78 AN 2H 23836 It 7 T A B B A\ Hdls
B MAE T TR SR T B L A7 AR, D Z50RE A I o X L B8

U AR 2% FE A I HC I iR RN o i RS s AN, B A, D Z5IE B EAT 15 T
JRYIH ARFR . RAALERAT IS EAA IE 2438 B I REAIE B RS2 B e i) N B BRI gk
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Insofar as private individuals collect medical data such as body temperature before entering
buildings or workplaces for the purpose of preventing infection, the processing of this data is to be
limited to the minimum necessary to achieve the purpose in terms of its content and time. The
information and self-determination of the persons concerned must be respected when collecting
data. In this context, answering extensive questions about the state of health to non-medical
persons proves to be inappropriate and disproportionate.

The same applies to personal data processed by private individuals in connection with
operational and organizational measures to prevent infection. At the latest when the pandemic
threat has ceased to exist, these data must be deleted as a whole.
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If the use of digital methods for the collection and analysis of mobility and proximity data is
considered, they must prove to be proportionate to the purpose of preventing infection. They are
only so if they are epidemiologically justified and suitable to have an effect justifying the
intervention in the personal rights of the persons affected in order to contain the pandemic in the

its current stage.

115722

11.New Zealand

Privacy Commissioner
Te Mana Mataponc Matatapu

RAWM: BREZRASHIAE

Issued by: The Privacy Commissioner’ s Office

BRI ] R AN

Release time: unknown

SRR BERL SR Y RO B i R —— R R T2 4 5

File name: Privacy and Covid-19: Information for employers and employees
BB link

Link: link

https://www.privacy.org.nz/further-resources/privacy-and-covid-19/covid-19-information-for-employers-and-employees/

1. MR—Z R TINESMNREGE ARG, HIUEOS RGBT AR, BT UEFR
P Ay B3 TR 2
1. If an employee returns from overseas and self-isolates themselves with possible Covid-19
symptoms, can I tell my other employees?

FERFMEI T, RTCLHREE, EIIEATE R TR S SRR E. RYER
8 FRIRERE s HLAAE s AN A5 S i, Nide N A5 S A HERR AN e 4 o AERXMP IR0 T
HTAHE H R ERRG Tm#, (HIEAERIRp . e et se 7 RE, Btk
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In_this case, the employee has already self-isolated, and the employer does not definitely
know if the staff member has the Covid-19 virus. Principle 8 says an agency should check that
personal information is accurate and complete before they use it. In this scenario, the employee is
unsure if they have the virus but is taking a precautionary step. They have chosen to go into
isolation, so they do not potentially expose their colleagues. There is no health and safety
imperative for the employer to disclose this information to other staff members.

2. — 45 T BRI GEAUH RS W B AR A E K . 7T A ALt 53 T R T
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MRERY TR ?
2. An employee comes to work displaying possible Covid-19 symptoms and is sent home. Can
staff be told the employee might have the virus?
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If you are concerned about a risk of transmission to other employees, you could tell them
about the possible exposure. This is so they can take steps to protect themselves and watch for
symptoms. But this doesn’t necessarily mean you should identify the employee in question. Ideally,
it would be preferable not to identify the individual who may be the source of the exposure. But
there will be times when that will be unavoidable in the context, such as in a small organization or
office where only one person is absent on sick leave.

One of the exceptions in the Privacy Act which permits the use or disclosure of personal
information is where you believe that the use or disclosure is necessary in order to prevent or

lessen the risk of a serious threat to someone’s safety, well-being or health.

3. FEHRERR T R EPURE, REBTFERERNFAL AL RKREE (MSD) #E
HIRER?

3. Do I need an employee’s permission to disclose their wage information to the Ministry of
Social Development during the Covid-19 lockdown?
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If you are applying for the Government’s Covid-19 wage subsidy for your business, you can
disclose personal information about your employees to the Ministry of Social Development (MSD)
that is necessary to access this subsidy (e.g. name, date of birth and IRD number). You can do this
without getting the employee’s prior authorization or permission.

But when dispensing with individual authorization, the Privacy Commissioner encourages
businesses to follow up with individual employees to notify them about the use of their
information once this is reasonably practicable.

It is important to note that businesses are only permitted to make this disclosure under
the Civil Defence National Emergencies (Information Sharing) Code 2013 in order for MSD to

manage or respond to Covid-19 (for example by providing financial assistance to affected
individuals). There are limits in the Privacy Act on using this personal information for any other

purpose.
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This Code applies during the declared state of emergency and for the following 20 working
days following expiry of the state of emergency.

4. EEFHRGEWRR BN R B BURRIER B AR, HEEETUERRRERFE LA EWRE
kFFHLG 2
4. While I’'m working at home during the Covid-19 lockdown, can my employer require me
to keep my laptop camera on?
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Under employment law, an employee is obliged to comply with any reasonable instruction.

Asking an employee to have a camera in their home at all times raises considerable privacy
concerns and is unlikely to be considered reasonable as it places the employee under constant
surveillance.

Having a camera in a workplace for security and monitoring purposes and insisting on having
one on in an employee’s home are very different things. The employee would quite rightly have a
heightened expectation of privacy in their home.

Principle 4 of the Privacy Act says the means of collection should not be unfair or
unreasonably intrusive. Insisting that an employee who is working from home keep their laptop
camera on is likely to be a breach of this principle. An employer can only collect personal
information when doing so is necessary for a lawful purpose (see principle 1). An employer should
not collect information just because they can. Instead they could look at other ways keeping in
touch with employees working remotely and gauging their work progress.

Read also these related AskUs article:

What information is my employer entitled to collect while I'm working?
Can I record my employees?

Can an employer install cameras in its taxis, buses and trucks?

5. BEFTUZRE R A B RH S > 8 AN REXE B2
S. How much contact tracing information can an employer ask for from an employee or
contractor?

Jie 5 ELE R 1 AR AR Pl (R 8 UIFE AR o Jie 238 T DLEESK Jie 0342 AR I ) DLAMMR R
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Employers need to keep track of an employee’s close contacts in the workplace. An employer
can also ask an employee to keep track of their close contacts out of work hours and can give an
employee a form to keep up to date in their homes. But it is unnecessary for the employer to
collect this information.Having an employee keep track of the contacts means the employee can
provide useful information in the event they have had close contact with a confirmed or suspected
case of Covid-19. Until then, an employer does not need to keep track of all an employee’s

contacts outside the workplace.

6. W TREINZFMELSFHIAREE HIEETE S HERER?
6. Can a home visit support worker ask their employer for a client’s health information?
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Home visit support workers need to feel safe when visiting their clients. Employers also have
obligations under the Health and Safety at Work Act 2015 to protect employees from workplace

health and safety risks. You can find Worksafe’s information for workers here.

Clients’ health information is protected under the Health Information Privacy Code 1994.

Generally, any disclosure of a person’s health information should be with their authorisation,
unless disclosing it for home visits is one of the purposes for which it was collected.

Otherwise the employer should not disclose information about a client’s health - unless it is
necessary to prevent a serious threat to the health and safety of the employee. If there is an
opportunity to do so, the client’s authorisation (or their representative’s authorisation) should be
obtained first.

If an employee thinks they need certain information about clients in order to work safely,
they should discuss this with their employer.

In relation to Covid-19 risks, employers of home visit support workers need to_have
appropriate safety plans and procedures in place.
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12.E
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U.S. Equal Employment
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File Name:Pandemic Preparedness in the Workplace and the Americans with Disabilities Act
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https://www.eeoc.gov/laws/guidance/pandemic-preparedness-workplace-and-americans-disabilities-act

4 ADA (Americans with Disabilities Act, &EBRZEANER) PrHERIBIE R XLk
ADA-COMPLIANT EMPLOYER PRACTICES FOR PANDEMIC PREPAREDNESS

DA T AN 58 5 AR 7 18l Jee 2 MR A R A 04T 8 2 RDAIYITR) ART 5 ADA B77 U BE 57 T
The following Questions and Answers are designed to help employers plan how to manage their

workforce in an ADA-compliant manner before and during a pandemic.
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A. BEFORE A PANDEMIC
HHS advises employers to begin their pandemic planning by identifying a "pandemic coordinator
and/or team with defined roles and responsibilities for preparedness and response planning." This

team should include staff with expertise in all equal employment opportunity laws. Employees
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with disabilities should be included in planning discussions, and employer communications
concerning pandemic preparedness should be accessible to employees with disabilities.

When employers begin their pandemic planning, a common ADA-related question is whether they
may survey the workforce to identify employees who may be more susceptible to complications
from pandemic influenza than most people.

LAERBARTATREZE, % ADA BERNEZRETUERERKELUTRERE, MES
BB BT £ 1 R OO DR T RESE 2 5 R U BRI RO ) B2 03 ) e B R e BRAG HEAR RE AR 1L ?

1. Before an influenza pandemic occurs, may an ADA-covered employer ask an employee to
disclose if he or she has a compromised immune system or chronic health condition that the
CDC says could make him or her more susceptible to complications of influenza?

o —IUER i R 5% s R G0 2 A BUS VEAE BOIR B0 0 ) 5 7R BAE G, TR el AR
T RE 2B e IR IR A AE o AEBR Z 2 WIESE R BIAT VEAEIORE 51 B UMM IR &L T, ADA
FITE A SOVE R AT 2R ] .

No. An inquiry asking an employee to disclose a compromised immune system or a chronic
health condition is disability-related because the response is likely to disclose the existence of a
disability. The ADA does not permit such an inquiry in the absence of objective evidence that
pandemic symptoms will cause a direct threat.

LEBFENS ADA K5, HURETEARNE T LR TR ELIE?
2. Are there ADA-compliant ways for employers to identify which employees are more likely
to be unavailable for work in the event of a pandemic?

o JE T DALHEAT S5 RBTC O I ] o T SRR A B T R 25 17 (] R 1 E R R 2 R
Blan, JRbASEAIE) FEH S B BRI, S0 S F AR R S P ) TR 22
W80 Wz R SR TC IS T[] A S5 A6 S A e 03 0 38 AN R4t — > “2 7 3“7 1
R, MATFRMEHHANNRABRER . ERABEAS L.

N DB ADA HEA A, ARG AES 53 T DL SR A L .

Yes. Employers may make inquiries that are not disability-related. An inquiry is not
disability-related if it is designed to identify potential non-medical reasons for absence during a
pandemic (e.g., curtailed public transportation) on an equal footing with medical reasons (e.g.,
chronic illnesses that increase the risk of complications). The inquiry should be structured so that
the employee gives one answer of "yes" or "no" to the whole question without specifying the
factor(s) that apply to him. The answer need not be given anonymously.

Below is a sample ADA-compliant survey that can be given to employees to anticipate

absenteeism.

&5 ADA 1 R THRATHIAE

YT XA R O, ME R R A AR N R AR B2 . R A UL I
S A R R C R
IR ARENE, R 2B MR R s L3t
B QUREREH LKA, MR EREZ T
W RSO HAR AR SS,  URR EE E A 5E
B R AIECERD AT, R TER B /B
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W R S B 0 S RE K R T T ) v e DA RE RRAT P IR B 7 SR ™ B ROIE
Fr R —, AR DAL R EWEAE R (PlinZad; \ e, HIV, &
BB S B A BT IR DL 2 B RGN SR A AL 65 5 HBATBRIER A
565 UL LA -

S ~
ER: 2 &

’

ADA-COMPLIANT PRE-PANDEMIC EMPLOYEE SURVEY

Directions: Answer "yes" to the whole question without specifying the factor that applies to you.

Simply check "yes" or "no" at the bottom of the page.

In the event of a pandemic, would you be unable to come to work because of any one of the

following reasons:

B Ifschools or day-care centers were closed, you would need to care for a child;

B If other services were unavailable, you would need to care for other dependents;

B [f public transport were sporadic or unavailable, you would be unable to travel to work;
and/or;

B [fyou or a member of your household fall into one of the categories identified by the CDC as
being at high risk for serious complications from the pandemic influenza virus, you would be
advised by public health authorities not to come to work (e.g., pregnant women; persons with
compromised immune systems due to cancer, HIV, history of organ transplant or other
medical conditions; persons less than 65 years of age with underlying chronic conditions; or
persons over) .

Answer: YES , NO

3EENBERFNIERIERES offer fEHEAT AR LU & H SUE R BRI ?
3. May an employer require new entering employees to have a post-offer medical
examination to determine their general health status?

SE N, AR BT A HEN R — AR 20 1 i T o 0 52 o kar T L PR N RO 155 B0 g 3 e
I3 WSS AN CRAFAE B A R AR AT By R S8 v, IR L Ak 2.

Yes, if all entering employees in the same job category are required to undergo the medical
examination and if the information obtained regarding the medical condition or history of the
applicant is collected and maintained on separate forms and in separate medical files and is treated
as a confidential medical record.

OB At T SR T2 1 hoC il A AT RE RV R A I, [ B Az sl p e 2 5
Jith B BEERI PR AT ROIAUEOR R IR NI N, (BRI GBS o i T A E Rl
55 KA AL SEREM I [X. o i 2 NS BIVECAT , HORE A 3\ [ Bt ST A NV
USE 959 T s 42 1) o 3 INAE W 2 offer J5 AIBRITAREEREFE, T Ul 5 BRI AOIE AR
SRS AT BRI AR DL TR J A I B P A A 3R ik 4 P WAV, SR A R A A2 R 5% T, BT BA
X LA T ADA IHLE .

Example A: An employer in the international shipping industry implements its pandemic plan
when the WHO and the CDC confirm that a pandemic may be imminent because a new influenza
virus is infecting people in multiple regions, but not yet in North America. Much of the employer’
s international business is in the affected regions. The employer announces that, effective
immediately, its post-offer medical examinations for all entering international pilots and flight
crew will include procedures to identify medical conditions that the CDC associates with an
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increased risk of complications from influenza. Because the employer gives these medical
examinations post-offer to all entering employees in the same job categories, the examinations are
ADA-compliant.

4.90 R 8 3 R I BB N BT R R G0 3L AR SRR O AORE T XU 3G A, TS T AR K I offer
Ja B 25 R B IR AR TR & ?
4. May an employer rescind a job offer made to an applicant based on the results of a
post-offer medical examination if it reveals that the applicant has a medical condition that
puts her at increased risk of complications from influenza?

AFTEL, BRAFHTE NS MR ADA 2 3 BRI ER M . KL “ Bapuh” 2k a3
(Y B 2 T, 32 W6 T 5 7 10 2 2 S R R/ i e P m IR SR, 490 s T 9 4% o o
B B 7 AR 2 JR R 2 WA S o R LA AL T30S N 2 T 22 4 S A I SRR DI RE I
REAT A EAL P, P RE5 R T KB A U . & T ™ E Ik JF 3R 5 R AR et LA B G
SR o TE W78 AN A B2 B 1T, i T A 20U 58 A B R AR 7 T L CKE IS e (1K 21 B
JEH K LATE

No, unless the applicant would pose a direct threat within the meaning of the ADA. A finding
of "direct threat" must be based on reasonable medical judgment that relies on the most current
medical knowledge and/or the best available evidence such as objective information from the
CDC or state or local health authorities. The finding must be based on an individualized
assessment of the individual’ s present ability to safely perform the essential functions of the job,
after considering, among other things, the imminence of the risk; the severity of the harm; and the
availability of reasonable accommodations to reduce the risk. Before concluding that an individual
poses a direct threat, the employer must determine whether a reasonable accommodation could
reduce the risk below the direct threat level.

%15 B: FE BRI e AR MG S R — MEH S LS AW S5 IR AL AZIRAL AN R S5 L
ZHN G TR 2R AT 52 S e O D2 2 X iR AT o S R A4 B offer JEHIBRIT AL AT

(H5EEBHA R TR EAHRD S8, SRR b T HiT KR E a7 m S B RE R %%

o T ZPRA SORAT BCSHUAL G35 1, JF BB 2 R ML 4 26 3E, Kt
SR AL AR AN 2 T i SR G200 55 (0 B ORI [ sl T 1AMz B HAl A A2
P “ IR ” o £ ADA N, IRIEFURSAT IR RENE, $UE S R I AR Bl & 2 el
s

Example B: The same international shipping employer offers a financial position at its U.S.
headquarters to Steve. This position does not involve regular contact with flight crew or travel to
the affected WHO region. Steve’ s post-offer medical examination (which is the same examination
given to all U.S. headquarters employees) reveals that Steve has a compromised immune system
due to recent cancer treatments. Given the fact that the position does not involve regular contact
with flight crew or travel, and that the influenza virus has not spread to North America, Steve
would not face a significant risk of contracting the virus at work and does not pose a "direct
threat" to himself or others in this position. Under the ADA, it would be discriminatory to rescind
Steve’ s job offer based on the possibility of an influenza pandemic.

B.IEJURR AT 39119
LR TR S8 1 b T 20 ORI 7 42 ] Ot 2 SRR AT B i SE AT 30
B. DURING AN INFLUENZA PANDEMIC
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The following questions and answers discuss employer actions when the WHO and the CDC
report an influenza pandemic.
5.ANRFBAAT A AR R MBSO KER, % ADA B I 3 7] LUK HX [F g ?
5. May an ADA-covered employer send employees home if they display influenza-like
symptoms during a pandemic?

Fe o FIF Ts FE I R Y R RGAUAT 0 TR] _E B SO AR B AE IR (1 54 TN
TAESFT . WP T T ERUREL 2009 45 E HIND FiEE, EBUXLEE T A8 A2
SRR MATEN . LeAh, W R B2 A2 AR R B B, ARYE ADA 7] LICR BT 51 .
ReaxX — JR R A T 24 Bgw TR 12 6 H0 X T COVID-19 HiE s, XEREREW KB
#H COVID-19 B 5 Z AR HIAER B R RIZEIK

Yes. The CDC states that employees who become ill with symptoms of influenza-like illness
at work during a pandemic should leave the workplace. Advising such workers to go home is not a
disability-related action if the illness is akin to seasonal influenza or the 2009 spring/summer
HINTI virus. Additionally, the action would be permitted under the ADA if the illness were serious
enough to pose a direct threat. Applying this principle to current CDC guidance on COVID-19,
this means an employer can send home an employee with COVID-19 or symptoms associated
with it.

6 FETURIATHAE], 3 ADA B HEHE 7T LAUNFE TAE fp i S R B ANE B s 1) g B L3R
BEHER?

6. During a pandemic, how much information may an ADA-covered employer request from
employees who report feeling ill at work or who call in sick?

5 ADA EHE i T AT DA )X 28 i 612 15 DU ER, B A A R B %, 1%
U BRI o i A A% IR ADA F SRR T A 9% BA T K45 B E L BT e Rtk AT
IE/AR

AR AT RS AL T 21 PEIARLER B 2009 AR A E I HINT, XS] 7] 55050 %
ISR AAT VR R AR L, R S RBARIC I i), ] UL T 3R B IR AT R R R ) 7™ T
TR T ELFR B P 2 WLALE 8 U B L 5 P

eI —JE U F T 24 AR T 2 1 0 X T COVID-19 4R EE Y, B EFT LA I T
B Fp RS ASE BR AR ) B R A SRR R AR, DA SE Al 12 75 AR COVID-19. 3T, X
LR OBl IR R, K, WK, FEIRE(E BRI .

ADA-covered employers may ask such employees if they are experiencing influenza-like
symptoms, such as fever or chills and a cough or sore throat. Employers must maintain all
information about employee illness as a confidential medical record in compliance with the ADA.

If pandemic influenza is like seasonal influenza or spring/summer 2009 HINI, these
inquiries are not disability-related. If pandemic influenza becomes severe, the inquiries, even if
disability-related, are justified by a reasonable belief based on objective evidence that the severe
form of pandemic influenza poses a direct threat.

Applying this principle to current CDC guidance on COVID-19, employers may ask
employees who report feeling ill at work, or who call in sick, questions about their symptoms
to determine if they have or may have COVID-19. Currently these symptoms include, for
example, fever, chills, cough, shortness of breath, or sore throat.

TAERBIRATHE, % ADA BRI EE T HRE R THERRHEEMINIRERR?
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7. During a pandemic, may an ADA-covered employer take its employees’ temperatures to
determine whether they have a fever?

M, R R TGRS IR A . 0 R FAT PR AR AL 45 B 2 P i ek el
2009 SEFZ/E M HINL a5 09/ 8, B RAE M Bl 7 AR 24 J5) s 1 42 A ot
AP, AT VEUAEAL DO 2 AR 4R, U 2 mT DA O3 T A -

E, JEEMVER, 3 2009 HIN 7 sk COVID-19 78 A F 5 L8 R A 2 K e

B 5 9 R B % 1) A o R /05 AR 2R B AT COVID-19 724 X K% 88 5% F 2020
3 ARMTHNKTERE, FHEETUNERTHEERE. SHEERTER—#, &
TRFEERFANAER K L E M ST ADA HI{REE K.

Generally, measuring an employee’s body temperature is a medical examination. If pandemic
influenza symptoms become more severe than the seasonal flu or the HINI virus in the
spring/summer of 2009, or if pandemic influenza becomes widespread in the community as
assessed by state or local health authorities or the CDC, then employers may measure employees’
body temperature.

However, employers should be aware that some people with influenza, including the 2009
HINT virus or COVID-19, do not have a fever.

Because the CDC and state/local health authorities have acknowledged community
spread of COVID-19 and issued attendant precautions as of March 2020, employers may
measure employees' body temperature. As with all medical information, the fact that an
employee had a fever or other symptoms would be subject to ADA confidentiality

requirements.

8. HJE RAEFBIRAT MBI MIRITHIRE, BERTLHAFEE R DMARBERE, 4 HeR
WA RAETRAT A B A R PR AT PRI B 17 A

8. When an employee returns from travel during a pandemic, must an employer wait until
the employee develops influenza symptoms to ask questions about exposure to pandemic
influenza during the trip?

AN o IXEEAN R S RPAH DRI 17 0 o U SR T3 42 1) oo O it 7 2 3L AR B
VORI 5 1 7 U7 7] A AE S BLIR LR B2 B8 35 RUAT PR CRER , Jee BT e =i ] 53 T
e X el g ], B R AT 2 R AL R

FI#E, Xt FZHETH COVID-19 JifT, J& T LABAES A B2 6] O A H 5 A 38 T
ALREEY, ERFVF T IHEAERERRE TESFZAARFRNES, Ak
XA ) 2 R A8 2 A .

No. These would not be disability-related inquiries. If the CDC or state or local public health
officials recommend that people who visit specified locations remain at home for several days
until it is clear they do not have pandemic influenza symptoms, an employer may ask whether
employees are returning from these locations, even if the travel was personal.

Similarly, with respect to the current COVID-19 pandemic, employers may follow the
advice of the CDC and state/local public health authorities regarding information needed to
permit an employee’s return to the workplace after visiting a specified location, whether for

business or personal reasons.

9EVURIATHIE, 32 ADA EHEHIEE R T AR EA FRER 18 R 3% 5 R TR 12
il P ROR T e TR A 5 RGBS I RORE IR TR UL ?
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9. During a pandemic, may an ADA-covered employer ask employees who do not have
influenza symptoms to disclose whether they have a medical condition that the CDC says
could make them especially vulnerable to influenza complications?

Afigo U0 FIAT PEBAR Z TR R R 2009 EFZ/H ZE W HINL G —FF, W ADA
281 EREAT 5 B PBAH DR R 1) BESR TSR K i SR BEAT R A . (B, EIRXABOL T, JE N fo
VR BLURGE TR IR e AR AE X B, IR P A e DA 32 i, B AT B H IR JRRE JXURS: 16 14
o

MR R THE (B SR $FE B OB AR & BT 5 BRI, M
TASEA Clt) SR IAUIER I ACRE (0 PR R I, D) Jee 2 e AT AT B OR % o JR T LR AZ R A A
BRI TFERHEIRD (IR A SR EREL) o TN LA G
I ERURIFAAE RIS o PR 2 IRITFA NI RS (B H siAT s RRS )

AR SR AR A 2 M BRI AL TR E R ETEAL, UBRAT RS E I, % ADA EEEH
JiE T AT Ae 2 s 3E TUAE e IR B RS 2 08 12 IS S, DA BT L 40 2R SR T4 PR
SRR T I ELAR B 4518 . INAERXFPFOLS, 52 ADA BEHENE A T AT SHRAH G
W i) SR TORE IR SR AT BE 2R AT, DAY L R IR IR ARCRE XU S RN

No. If pandemic influenza is like seasonal influenza or the HIN1 virus in the spring/summer
of 2009, making disability-related inquiries or requiring medical examinations of employees
without symptoms is prohibited by the ADA. However, under these conditions, employers should
allow employees who experience flu-like symptoms to stay at home, which will benefit all
employees including those who may be at increased risk of developing complications.

If an employee voluntarily discloses (without a disability-related inquiry) that he has a
specific medical condition or disability that puts him or her at increased risk of influenza
complications, the employer must keep this information confidential. The employer may ask him
to describe the type of assistance he thinks will be needed (e.g. telework or leave for a medical
appointment). Employers should not assume that all disabilities increase the risk of influenza
complications. Many disabilities do not increase this risk (e.g. vision or mobility disabilities).

If an influenza pandemic becomes more severe or serious according to the assessment of
local, state or federal public health officials, ADA-covered employers may have sufficient
objective information from public health advisories to reasonably conclude that employees will
face a direct threat if they contract pandemic influenza. Only in this circumstance may
ADA-covered employers make disability-related inquiries or require medical examinations of
asymptomatic employees to identify those at higher risk of influenza complications.

10.& F R BT ARG R TARBRTHERDUZE T (BIEHXMAE, MR+ TR £
NPT HNE?
10. May an employer encourage employees to telework (i.e., work from an alternative
location such as home) as an infection-control strategy during a pandemic?

FEo WRRIPASE—FIE RPN, 52 ADA BB R 1 B IR AR RS AME N —Fh
A EA T

B, B 5% G T I AT VAL R ACRE A e Uy, T EORBEATIZRE I 2, XA —Fb
B0 7 AT T AR BT ) (R L =

Yes. Telework is an effective infection-control strategy that is also familiar to ADA-covered
employers as a reasonable accommodation.

In addition, employees with disabilities that put them at high risk for complications of
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pandemic influenza may request telework as a reasonable accommodation to reduce their chances

of infection during a pandemic.

NAERBRATIHNE, JBEWBERILERE TSI RRGEEE, FlinEises?
11. During a pandemic, may an employer require its employees to adopt infection-control
practices, such as regular hand washing, at the workplace?

o EORBEATBIETE I, B0 5E WG, WX URCRTHT W FR) AL 15 DL IR 18 P A A B AR T
HAEIAREE R ADA IHLE o

Yes. Requiring infection control practices, such as regular hand washing, coughing and
sneezing etiquette, and proper tissue usage and disposal, does not implicate the ADA.

RAEFBRRATHNE, BETEERLERTFHE ERDRAT R R RN AR 3%
(FlmnE, FERTER ?

12. During a pandemic, may an employer require its employees to wear personal protective

equipment (e.g., face masks, gloves, or gowns) designed to reduce the transmission of

pandemic infection?

o JiE AT AE B R 3 T AEVUBGRAT 8] 2 S NP s o (HR, T R B e 01 A AR
¥ ADA AT E RN ZHE (B0, AR P ESOE R A A BRI
L FRAEIX L, LN 3 G N T PR

Yes. An employer may require employees to wear personal protective equipment during a
pandemic. However, where an employee with a disability needs a related reasonable
accommodation under the ADA (e.g., non-latex gloves, or gowns designed for individuals who use
wheelchairs), the employer should provide these, absent undue hardship.

13.5% ADA 11964 £ (R%) 26 VI 845 (10 e 32 4 75 ) LGRS B AT i 53 A2 i AT 1)
IR v, T ANTRARATT A B TRV B S A A T 2

13. May an employer covered by the ADA and Title VII of the Civil Rights Act of 1964 compel all
of its employees to take the influenza vaccine regardless of their medical conditions or their
religious beliefs during a pandemic?

AfE. T ADA FIRUE, SRR S BOLTCIE LR AU B JE 01, AT R BUERAS 98 il
VEE P e A RIS S SRR — S BLRERL, (HAUANREG Hd 2 0 PR e (KPR A el 2t
D o [FIRE, ARE 1964 48 (VL) 28 VILiE, — B B3I SRs i 2= BUE
S EAT g BEL L e e S 28 e PR E U e R A R S R, PR AR G R L E T
ESCIIARIE 2 e O e k55 His s R ARA” , X GEEBRAE) UER
PRAEMRD o

EH, Z ADA BHRHEE N %A RE BER R TEMRBREE, AR ERMATERM.
BEAXMEKRAAZH, HMETHT COVID-19 KIBH.

No. An employee may be entitled to an exemption from a mandatory vaccination requirement
based on an ADA disability that prevents him from taking the influenza vaccine. This would be a
reasonable accommodation barring undue hardship (significant difficulty or expense). Similarly,
under Title VII of the Civil Rights Act of 1964, once an employer receives notice that an employee’
s sincerely held religious belief, practice, or observance prevents him from taking the influenza
vaccine, the employer must provide a reasonable accommodation unless it would pose an undue

hardship as defined by Title VII ("more than de minimis cost" to the operation of the employer’ s
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business, which is a lower standard than under the ADA).(36)

Generally, ADA-covered employers should consider simply encouraging employees to get
the influenza vaccine rather than requiring them to take it. As of the date this document is
being issued, there is no vaccine available for COVID-19.

T4 EFURRAT N, JBER T UNAREEN TR E FR S RATR LXK & EER,
D8 S AN 100 22 ) PR X 2
14. During a pandemic, must an employer continue to provide reasonable accommodations
for employees with known disabilities that are unrelated to the pandemic, barring undue
hardship?

feo TERURIAT AR, JREXTERIE AN ADA SRR SAA(E . G 24 3 RE0EUE B B
el SEIIERL, PR NI R ELFR B, e 2 BE NS Sk R FL R R AE b B A
RENPEBNZ AN

AR A L/ EALI AL AN A TR AT 5 AR AR [R] 56 B i 2% 1, TR 32 3042 fit
W, I H N G AL E TR AE . An RIS BUANTE 2 9 R, TN AL AR 03 8 S A R
R A2 HE

Yes. An employer’s ADA responsibilities to individuals with disabilities continue during an
influenza pandemic. Only when an employer can demonstrate that a person with a disability poses
a direct threat, even after reasonable accommodation, can it lawfully exclude him from
employment or employment-related activities.

If an employee with a disability needs the same reasonable accommodation at a telework site
that he had at the workplace, the employer should provide that accommodation, absent undue
hardship. In the event of undue hardship, the employer and employee should cooperate to identify

an alternative reasonable accommodation.

ISAERBRATHNE, WRE TR BEEWEER N TETRE, 257 R ERREK
JREH?
15. During a pandemic, may an employer ask an employee why he or she has been absent
from work if the employer suspects it is for a medical reason?

o F] =N A2 ) I A 5IREA R I o Je R AURIE A 4 i Rk E) .

Yes. Asking why an individual did not report to work is not a disability-related inquiry. An
employer is always entitled to know why an employee has not reported for work.

Bl B: FESUBRATIN, R SRS B S ORI S LA AR H R SR, e R
B EREREXANE GO A RS, AamHER L TAE. Y5 ADA, T R iR A 5k
FH R 0 1] o

Example E: During an influenza pandemic, an employer directs a supervisor to contact an
employee who has not reported to work for five business days without explanation. The supervisor
asks this employee why he is absent and when he will return to work. The supervisor’ s inquiry is
not a disability-related inquiry under the ADA.

R g R
HIRING DURING THE COVID-19 PANDEMIC

16. R EEIEERE, RGN HIEANZT COVID-19 FERFHEE?
16. If an employer is hiring, may it screen applicants for symptoms of COVID-19?
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e Ji BT MESR A 60 1) TARHL & 2 5 i BRI 2 5 I COVID-19 SR, R %
St T R R — 288 AR e RASIEAT IR 25 . ADA FUVE & A5 R offer Ji (A 2424 offer
BT BEATE M T A IS NI W IR AR A, oI B AR A TR

Yes. An employer may screen job applicants for symptoms of COVID-19 after making a
conditional job offer, as long as it does so for all entering employees in the same type of job. This
ADA rule allowing post-offer (but not pre-offer) medical inquiries and exams applies to-all
applicants, whether or not the applicant has a disability.

17. JEEFBAERIE offer J5 ABRHEIHRF B E A KR IEAS I N\ B NHR i 4G Fp gy ?
17. May an employer take an applicant's temperature as part of a post-offer,
pre-employment medical exam?

feo JEERMAFMENEMNE, EAESEHE Y. E2, JERNERIKEE
COVID-19 FJAAZ KB

Yes. Any medical exams are permitted after an employer has made a conditional offer of
employment. However, employers should be aware that some people with COVID-19 do not have

a fever.

18. B E A EHEIRBY COVID-19 B HHRAER I B 18 AN JF 46 TAE R 3 3#?
18. May an employer delay the start date of an applicant who has COVID-19 or symptoms
associated with it?

& o ARHE I TRl 125 ) bl AT HI$RS, J& G COVID-19 85 2 AH R BPAEIR B AA L 1%
HIAE TAE Fr .

PR TR 42 oG D R AR T @& THrE LIRS AT AR RS, (AR AR TR e B8 T
EFT (BN, B3N 5D M3 BR14ERS . BE% COVID-19 MimAT, KH AL PA M RM
e ST RE R . Bk, i 3 MAREEIEIE A g TAES AT BB R . TEE I
Jie T NARGE IR BT VR B A 3 DA R @S, B g, ADA A TE .

Yes. According to current CDC guidance, an individual who has COVID-19 or symptoms
associated with it should not be in the workplace.

CDC has issued guidance applicable to all workplaces generally, but also has issued more
specific guidance for particular types of workplaces (e.g. health care employees). Guidance from
public health authorities is likely to change as the COVID-19 pandemic evolves. Therefore,
employers should continue to follow the most current information on maintaining workplace
safety. To repeat: the ADA does not interfere with employers following recommendations of the
CDC or public health authorities, and employers should feel free to do so.

19. IREZFERIEALNIFETAE, BiZANEG COVID-19 AR, W H#E TN
&7
19. May an employer withdraw a job offer when it needs the applicant to start immediately
but the individual has COVID-19 or symptoms of it?

AR I RIS 25 1) o 2 BT AR 5 AANRE it N TARIZ By, PRIt e 2] DA ]
TAENLZ

Based on current CDC guidance, this individual cannot safely enter the workplace, and
therefore the employer may withdraw the job offer.

55

Global Privacy Compliance Policy Guide on Epidemic Prevention



ZTE-LC-DPC

C.HE G

C.AFTER A PANDEMIC

20. % ADA EHER B LR E W AESRAERBRIRAT IR BT TAE3% T i) R TR AL AE B,
R FE S EIR TAERAL?

20. May an ADA-covered employer require employees who have been away from the
workplace during a pandemic to provide a doctor’ s note certifying fitness to return to
work?

f&. ADA FCVFILIEIRIH, PONENSREETER, B, WORGRAT VRS2 M= E i,
UARYE ADA IR E X Jee DA 2EAT B B AH 5% 1] 1 & 5 BRI

B2, skbr b, MR G, BEAMMABLST R LN 52 TR T TR
HEHGE & TARRIEI SO BRI, ATRET ORI TS, BIAnikEE S i e R, o el
8 I LT DAIE A NCE TAT YRR 5

Yes. Such inquiries are permitted under the ADA either because they would not be
disability-related or, if the pandemic influenza were truly severe, they would be justified under the
ADA standards for disability-related inquiries of employees.

As a practical matter, however, doctors and other health care professionals may be too busy
during and immediately after a pandemic outbreak to provide fitness-for-duty documentation.
Therefore, new approaches may be necessary, such as reliance on local clinics to provide a form, a
stamp, or an e-mail to certify that an individual does not have the pandemic virus.
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